
Follow our three-question flowchart to answer the question: “Does GDPR Apply to You?” If “Yes” then you may be 
required to designate a Data Protection Officer (“DPO”) by May 25, 2018, when the GDPR applies. 

Follow our five-step flowchart below to see if you need to designate a DPO: 

If you have any questions about the process described above and for additional information on the required 
qualifications, roles and responsibilities of the DPO under the GDPR, contact Ted Claypoole at TClaypoole@wcsr.
com or 404.879.2410 or any member of our GDPR Compliance Task Force.

Core activities are a company’s key 
operations to achieve its business goals.  
A hospital must designate a DPO 
because processing of special 
categories of personal data (health 
records) is a key operation of a hospital 
and may require regular systematic 
monitoring of individuals on a 
large-scale. But if a company collects 
personal data about its employees to 
process pay checks, then this activity 
alone may be an ancillary service (rather 
than a key operation), and would not 
alone trigger the requirement to 
designate a DPO.  

Large scale is not defined in the 
GDPR, but factors to consider include 
the number of individuals concerned, 
volume of data and range of data items, 
duration and/or permanence of data 
processing, and geographic territory 
covered (e.g. regional, national, or 
international).  

Special categories of data include 
personal data revealing racial or ethnic 
origin, political opinions, religious or 
philosophical beliefs or trade union 
membership, genetic data and biometric 
data used to uniquely identify a natural 
person, and data concerning health or a 
person’s sex life or sexual orientation.

Even if not required under the GDPR to designate a DPO, your company may 
voluntarily appoint a DPO, and there are benefits to doing so. However, if a 
company decides to voluntarily appoint a DPO, the company should be aware 
that EU guidance suggests that the company will be subject to the same 
obligations and compliance requirements concerning a DPO under the GDPR 
(and the DPO gets all the same protections) as for mandatory appointments.
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Even if the answer is “No” to the three 
questions above, does the law of an individual 
EU Member State require your company to 
designate a DPO?

4

NO

YES You must 
designate a DPO

Do your company’s core activities 
consist of processing (i) special categories 
of personal data of EU individuals on a 
large scale or (ii) personal data relating to 
criminal offenses and convictions?
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Do your company’s core activities 
consist of regular and systematic monitoring 
of EU individuals on a large scale?
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Is your organization a public authority 
or public body under the applicable EU 
Member State law?

1

ARE YOU REQUIRED TO DESIGNATE A DATA PROTECTION OFFICER?

This is one of ten monthly alerts, counting 
down to the date when GDPR applies.

months 
to go9

WOMBLE CARLYLE SANDRIDGE & RICE, LLP 0817_9467 ©2017 

WCSR.COM

For all companies, document the review process used to determine whether or not a DPO should be appointed, and keep a record of the process.
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