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INTRODUCTION
WELCOME

DLA Piper’s Financial Services International Regulatory team welcomes you to the thirty first edition of 
“Exchange – International” – our newsletter designed to keep you informed of international regulatory 
developments in the financial services sector.

This issue includes updates from the EUROPEAN UNION, as well as contributions from the UK, AUSTRIA, 
the NETHERLANDS and the US.

In this edition, “In Focus” looks at the FCA’s response to the CMA’s final report on its investigation into 
competition in the retail banking market. 

In addition, we look at the European Parliament’s resolution on the Commission’s proposal for a new 
Prospectus Regulation, ESMA’s final report on delaying the EMIR clearing obligation for financial counterparties 
with limited activity volume, the FCA’s third and fourth consultation papers regarding the implementation 
of MiFID II in the UK and the FCA’s proposed measures towards strengthening individual accountability and 
culture in banking. 

Your feedback is important to us. If you have any comments or suggestions for future issues, we welcome your 
feedback.

– The DLA Piper Financial Services Regulatory Team

February 2017

EUROPEAN PARLIAMENT RESOLUTION 
ON PROPOSAL FOR A NEW 
PROSPECTUS REGULATION 
On 15 September 2016, the European Parliament 
(Parliament) by a partial vote decided to move forward 
with certain amendments to the European Commission 
(Commission)’s proposal for a Prospectus Regulation, 
which would replace the existing Prospectus Directive 
(2003/71/EC) and the Prospectus Regulation (809/2004).

Background 

The Prospectus Directive (as subsequently amended) 
and the existing Prospectus Regulation provide 
a single regime throughout the EU governing the 
circumstances in which an issuer of securities must 
produce a prospectus, as well as the content, format 
and the regulatory approval process in respect of such 
prospectuses. The Commission reviewed the Prospectus 
Directive and consequently issued a consultation 
document on 18 February 2015 in which it expressed its 
aim to modernise the Prospectus Directive by making it 
less costly for businesses to raise funds publicly and by 
reviewing the regulatory barriers small firms face when 
listing on equity and debt markets. More information 
about this consultation can be found in our May 2015 and 
January 2016 editions of “Exchange – International”. 

Commission proposals 

The consultation closed on 13 May 2015 and 
subsequently, the Commission adopted a legislative 
proposal on 30 November 2015 to repeal and replace the 
Prospectus Directive in its existing form. In particular, 
the Commission proposed to introduce the following:

1.  A higher threshold of €500,000 for the total 
consideration of an offer of securities in the EU 
before an issuer must produce a prospectus

2.  A “lighter prospectus” for small and medium-sized 
enterprises (SMEs) (which the Parliament now 
suggests should be rebranded as an “EU growth 
prospectus”)

3.  A new, simplified prospectus for companies which are 
already listed on the public market and want to raise 
additional capital by a secondary issuance

4. A new prospectus summary

5. An annual “universal registration document”

6. A single access point for all EU prospectuses

European Parliament proposals

The key amendments adopted by the European 
Parliament relate to the scope, exemptions, prospectus 
summary and “EU growth prospectus” (which is 
a standardised document primarily for SME issues 
providing key information on the issuer, the securities 
and the offer). More specifically, the key amendments 
proposed by the Parliament are in summary as follows:

1.  Scope of the prospectus obligation (article 
1(3)): The Commission proposed that a prospectus 
shall not be mandatory where an offer of securities to 
the public is addressed to fewer than 150 persons per 
member state or has a total consideration in the EU 
of less than €500,000 calculated across a 12-month 
period. The Parliament amended the Commission’s 
proposals suggesting that a prospectus should not 
be mandatory where an offer of securities to the 
public is addressed: (i) to fewer than 350 persons per 
member state and to no more than 4,000 persons 
in the EU, excluding qualified investors or other 
investors that fulfil the conditions described in Article 
6(1)(a) and (b) of Regulation (EU) No 345/2013 
on European venture capital funds (EuVECA 
Regulation); or (ii) has a total consideration in the 
EU below €1,000,000 calculated over a period of 
12 months. 

2.  Discretionary exemption for total 
consideration (article 3(2)): The Parliament 
proposes that each member state could decide to 
exempt offers of securities to the public from the 
prospectus requirement, if the total consideration 
of the offer in the EU does not exceed €5 million 
calculated over a period of 12 months. Offers 
meeting the set threshold would not benefit from 
the passporting regime and would be confined to the 
specific member state. The offers would also need to 
contain a clear indication that the public offer is not 
of a cross-border nature and the issuer should not 
actively solicit investors outside that member state. 
The Commission had proposed that the relevant total 
consideration threshold should be ten million euros.

EUROPEAN UNION

FINANCIAL SERVICES REGULATORY TEAM 

DLA Piper’s dedicated Financial Services Regulatory team 
offers specialist legal expertise and practical advice on a 
wide range of contentious and advisory issues. 

The team advises financial institutions of all sizes, 
as well as national and international companies that 
offer financial products. Our team assists clients 
on contentious legal matters including internal and 
regulatory investigations, enforcement actions and court 
proceedings in the financial services sector. There is also 
an experienced advisory practice which gives practical 
advice on all aspects of financial regulation, including the 
need for authorisation, regulatory capital, preparation 
for supervision and thematic visits, conduct of business 
issues and financial promotions.

We have close connections with a wide range of 
regulators around the world, including the FDIC, 
OCC, Federal Reserve Board, CFPB and state banking 
regulators in the US, EBA, ESMA, EIOPA at the European 
level, key national regulators in Europe such as the 
UK’s PRA and FCA, Germany’s BAFIN and France’s 
Commission Bancaire, plus many more around the world.

DLA Piper regulatory partners are often closely involved 
in many of the leading regulatory initiatives working with 
legislators, regulators and industry bodies and clients to 
achieve practical outcomes in the development of regulation.

http://www.europarl.europa.eu/sides/getDoc.do?pubRef=-%2F%2FEP%2F%2FTEXT%2BTA%2BP8-TA-2016-0353%2B0%2BDOC%2BXML%2BV0%2F%2FEN&language=EN#title2
http://ec.europa.eu/finance/consultations/2015/prospectus-directive/index_en.htm 
http://ec.europa.eu/finance/consultations/2015/prospectus-directive/index_en.htm 
https://www.dlapiper.com/en/uk/insights/publications/2015/06/exchange-international-issue-26/
https://www.dlapiper.com/~/media/files/insights/publications/2016/02/exchange_issue_28.pdf
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3.  Content of the prospectus (article 6): 
The Parliament has proposed amending the 
prospectus content requirements to clarify that 
the information included in a prospectus should 
be ‘relevant and necessary’ and information should 
be what ‘an investor would reasonably require in 
relation to an investment in securities’ to make 
an informed decision of the issuer and securities. 
In addition, Parliament has proposed expressly stating 
that the information required may vary depending 
on the issuer, the nature of securities and the 
target investors, amongst other criteria. It would 
appear that Parliament is trying to ensure that the 
Prospectus Regulation clearly communicates that 
a more proportionate approach should be taken 
by issuers when preparing a prospectus, consistent 
with one of the overall aims of the new Prospectus 
Regulation, which is to make the prospectus 
requirements less onerous for smaller or more simple 
offers of securities. 

4.  Prospectus summary (article 7): The Parliament 
has amended the Commission’s proposals suggesting 
that a summary of the prospectus should not be 
required where a prospectus relates to the admission 
to trading on a regulated market of non-equity 
securities offered solely to qualified investors. 
The Parliament has also proposed that under 
exceptional circumstances the maximum summary 
length of six pages can be extended to ten pages by 
the competent authority where the complexity of 
the issuer’s activities, the nature of the issue or the 
nature of the securities issued so requires and there 
is a risk that investors would be misled otherwise. 

5.  Simplified disclosure regime for secondary 
issues (article 14 (1)): Under the original 
Commission proposals, it was proposed that the 
simplified disclosure regime for secondary issuances 
would be available to issuers whose securities have been 
admitted to trading on a regulated market or an SME 
growth market for at least 18 months and who issue 
more securities of the same class. The Parliament has 
proposed that the regime should also be available to 
issuers whose securities have been admitted to trading 
on an MTF, other than an SME growth market, where 
that MTF has disclosure requirements equivalent to 

those required for SME growth markets under MiFID. 
It has been proposed that the European Securities and 
Markets Authority (ESMA) shall be obliged to maintain 
a list of such MTFs.

6.  EU growth prospectuses (article 15): 
The Parliament has proposed branding a prospectus 
required under the new minimum disclosure regime 
proposed in the Commission’s preceding proposals 
as an “EU growth prospectus”. The Parliament has 
proposed expanding the availability of the EU growth 
prospectus regime beyond SMEs to: (i) non-SME issuers 
concerning securities which are to be admitted to 
trading on an SME growth market; and (ii) issuers 
where the offer of securities to the public is of a 
total consideration in the EU that does not exceed 
20,000,000 euros calculated over a period of 
12 months. The Commission had originally proposed 
a requirement for the Commission to produce 
delegated acts prescribing more specific content 
requirements for the (now branded) EU growth 
prospectus. The Parliament has proposed additions to 
this requirement to ensure that there is a particular 
focus on ensuring that only relevant information is 
contained in the EU growth prospectus and on the 
costs of producing the prospectus.

7.  Risk factors (article 16): The Parliament has 
proposed additional provisions to ensure that the 
risk factors featured in a prospectus include those 
arising from the level of subordination of a security 
and the impact on the expected size or payment 
timing to holders of the securities in the event of the 
issuer’s bankruptcy or any other similar procedure. 
Parliament has also proposed that ESMA produces 
guidelines to assist competent authorities in their 
review of risk factors in a manner which encourages 
appropriate and focused risk factor disclosure by 
issuers. 

8.  Approval of the prospectus (article 19 (11 a)): 
The Parliament has proposed that ESMA shall be 
required to develop a central workflow system, 
capturing the prospectus approval process from 
initiation through to approval, allowing competent 
authorities, ESMA and issuers to manage and monitor 
approval requests online across the EU. 

On 8 December 2016, informal trialogue agreement 
was reached on the draft Prospectus Regulation, which 
will now have to be officially adopted by the European 
Parliament and the Council of the EU. As that informal 
agreement has already been reached, it is expected that 
Parliament will approve the Prospectus Regulation on 
first reading and that, accordingly, the regulation will be 
adopted without major delay. The text of the Prospectus 
Regulation will then be published in the Official Journal of 
the EU and enter into force. The Prospectus Regulation 
will be directly applicable in all EU member states 
approximately 12 months later, repealing the existing 
Prospectus Directive and associated legislation. 

EXTENSION OF AIFMD PASSPORT 
– ESMA CHAIR STATEMENT TO 
ECONOMIC AND MONETARY AFFAIRS 
COMMITTEE 
On 11 October 2016, Steven Maijoor, Chair of the 
European Securities and Markets Authority (ESMA), 
published a statement addressed to the Economic 
and Monetary Affairs Committee (ECON) of the 
European Parliament. The statement focused on ESMA’s 
advice regarding the application of the passport to 
non-European alternative investment fund managers 
(AIFMs) and alternative investment funds (AIFs) under 
the Alternative Investment Fund Managers Directive 
(2011/61/EU) (AIFMD). 

Since October 2010 when political agreement was 
reached on the AIFMD, producing the advice on 
extending the AIFMD passport to non-EU countries 
has been considered a high priority by ESMA. It has 
since been determined that non-EU countries should 
be assessed individually based on the following criteria: 
demand for the passport, level of the market access 
within each of the non-EU countries for EU funds and 
managers, and each country’s regulatory framework as 
compared to the AIFMD. Subsequently, a comprehensive 

assessment methodology was developed based on 
investor protection, market disruption, competition and 
the monitoring of systemic risk. 

ESMA’s first advice was published in July 2015 regarding 
the extension of the AIFMD passport to Guernsey, 
Hong Kong, Jersey, Switzerland, Singapore and the 
United States. This selection of countries was based on 
the amount of activity being carried out by managers and 
funds from these countries under the AIFMD national 
private placement regimes (NPPRs) of certain EU 
member states, the existing knowledge and experience 
of EU national competent authorities with respect to 
their counterparts in those jurisdictions, and the efforts 
made by stakeholders from those countries to engage 
with the assessment process. Guernsey, Jersey and 
Switzerland were assessed positively (subject to some 
legislative changes). No definite view was reached for 
Hong Kong, Singapore and the United States due to 
competition and regulatory issues and there being a lack 
of sufficient evidence to carry out a proper assessment 
of the relevant criteria. ESMA had suggested that the 
Commission may wish to postpone any decision to 
trigger the legislative procedures required to extend the 
AIFMD passport until ESMA was in a position to deliver 
positive advice in respect of a greater number of non-EU 
countries in order for the potential market impact of 
extending the passport to be better calculated.

ESMA was requested to further investigate the 
effectiveness of enforcement in non-EU jurisdictions and 
assess the expected inflow of funds into the EU from 
the relevant non-EU jurisdictions, should the AIFMD 
passport be extended. 

Six additional jurisdictions were included in the second 
ESMA advice: Australia, Bermuda, Canada, the Cayman 
Islands, the Isle of Man and Japan. The second advice was 
published on 18 July 2016, assessing 12 non-EU countries 
in total. ESMA provided positive advice in respect of 
Canada, Guernsey, Hong Kong, Japan, Jersey, Singapore 
and Switzerland. ESMA stated that Australia would 
need to extend favourable treatment that it currently 
offers to the UK and Irish AIFMs to all EU member 
states before Australian AIFMs/AIFs can benefit from an 
extended passport. With regard to the United States, 

https://www.esma.europa.eu/sites/default/files/library/2016-1459_econ_hearing_aifmd_passport_steven_maijoor_opening_statement.docx
https://www.esma.europa.eu/sites/default/files/library/2015/11/2015-1236_advice_to_ep-council-com_on_aifmd_passport.pdf
https://www.esma.europa.eu/press-news/esma-news/esma-advises-extension-funds-passport-12-non-eu-countries
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Letter from the Commission to the ESAs

On 10 November 2016, Mr Olivier Guersent, Director 
General of the Commission, wrote a letter to the ESAs 
regarding the amendments that the Commission intends 
to make to the draft RTS that were rejected by the 
European Parliament. ESMA published that letter on 
11 November 2016. The modifications requested by the 
European Parliament on 14 September 2016, including 
the multi-option PRIIPs, the fourth performance scenario 
and the comprehension alert, are referred to in the 
letter. The ESAs are requested to submit an opinion 
on amending the RTS based on the Commission’s 
proposed amendments within six weeks. Subsequently, 
the Commission will need to adopt the RTS and they will 
then be subject to further scrutiny by the Parliament and 
the Council of the EU. 

The ESAs are also requested to develop guidance in line 
with the relevant provisions of the RTS regarding multi-
option products, performance scenarios, comprehension 
alert and the presentation of insurance-related costs. 
The Commission expects the revised PRIIPs framework 
to be in place during the first half of 2017 and applicable 
as of 1 January 2018. 

ESMA PUBLISHES FINAL REPORT 
ON DELAYING EMIR CLEARING 
OBLIGATION FOR FINANCIAL 
COUNTERPARTIES WITH A LIMITED 
ACTIVITY VOLUME 
On 14 November 2016, the European Securities and 
Markets Authority (ESMA) issued its final report 
(Report) on the amended application for the clearing 
obligation for financial counterparties with a volume of 
activity under European Market Infrastructure Regulation 
(Regulation 648/2012) (EMIR). 

ESMA Consultation of July 2016 

Under EMIR, ESMA is required to develop draft 
regulatory technical standards (RTS) each of which, once 
adopted by the European Commission, declare certain 
classes of derivatives as subject to the EMIR clearing 

obligation from various prescribed dates. In July 2016, 
ESMA published a consultation paper, in which it 
proposed to extend the phase-in period for the clearing 
obligation to counterparties in Category 3, i.e. the 
financial counterparties with the smallest transaction 
volume. The consultation was launched in recognition of 
the difficulties that the smallest financial counterparties 
are facing in establishing the necessary clearing 
arrangements under EMIR, the finalisation of some 
relevant regulatory requirements and the limited impact 
in terms of systemic risk that these counterparties 
represent. More information on the ESMA consultation 
can be found in the September 2016 edition of 
“Exchange – International”. 

ESMA final report

The final report incorporated the feedback received to 
the consultation. The respondents to the consultation 
referred to the impediments that counterparties with 
a limited volume of activity encounter when attempting 
to access central clearing arrangements and highlighted 
the factors limiting the offer of client clearing services by 
clearing members. Many of the respondents mentioned 
that the leverage ratio framework under Basel III and 
Capital Requirements Regulation is the main reason 
why banks are not incentivised to provide client clearing 
services. Stakeholders have also identified the regulatory 
framework for indirect client clearing as a hurdle for 
smaller counterparties to obtain access to central 
clearing. 

The issues that the clients have to face in establishing 
clearing arrangements, include counterparties’ readiness, 
the hurdles in the establishment of client clearing 
arrangements, the unclear outlook, collateral issues, 
clearing members’ capacity issues and the direct access 
model. The inconsistency between client clearing 
documentation and Article 50(g)(iii) of the UCITS 
Directive was also brought up by respondents. Although 
Article 50 requires the fund to be able to close out the 
derivative position at any time at its own initiative, this 
might be challenging for the fund with a cleared derivative 
position, depending on the terms of the agreement the 
fund negotiates with its clearing member. 

ESMA highlighted that a potential extension of the 
AIFMD passport to the US risks an un-level playing field 
between EU and US AIFMs in the case of funds marketed 
by managers to professional investors which do not 
involve a public offering. This is because the market 
access conditions which would apply to US AIFMs in the 
EU under an AIFMD passport would be different from, 
and potentially less onerous than, the market access 
conditions applicable to EU AIFMs operating in the US. 

ESMA did not give definite advice on Bermuda and 
the Cayman Islands regarding investor protection and 
effectiveness of enforcement since both countries are 
currently in the process of implementing new regulatory 
regimes. In the case of the Isle of Man, due to the lack of 
a similar regime, it was not possible for ESMA to assess 
whether the investor protection criterion is met. 

In the statement, Mr Maijoor stated that ESMA’s short 
term focus lies with:

 ■ its ongoing assessment of Bermuda and the Cayman 
Islands and intention to reach a definitive conclusion on 
the extension of the passport to these countries;

 ■ its assessment of an additional group of non-EU 
countries when more clarity on the next steps as 
envisaged by the co-legislators is provided; and

 ■ establishing a framework in case the passport is extended 
to one or more non-EU countries, including preparing 
for ESMA’s role in the functioning of the passporting 
system and in strengthened supervisory cooperation. 

PRIIPS REGULATION – EUROPEAN 
COMMISSION PROPOSES EXTENSION 
OF APPLICATION DATE BY ONE YEAR
On 9 November 2016, the European Commission 
(Commission) published a press release proposing 
a one-year extension of the date of application of the 
Regulation on Key Information Documents (KIDs) 
for Packaged Retail and Insurance-based Investment 
Products (Regulation 1286/2014) (PRIIPs Regulation). 
A legislative proposal for a Regulation amending 
the PRIIPs Regulation with regard to the date of its 
application has been published by the Commission. 

The current implementation deadline is 31 December 
2016 and the Commission proposed that the new 
implementation date is amended to 1 January 2018.

Background

The PRIIPs Regulation is aimed at improving the quality 
of information provided to consumers. It provides for a 
standardised factsheet, known as a KID, which presents 
the main features of an investment product in a simple 
and accessible manner. 

The three European Supervisory Authorities (ESAs), 
i.e. the European Banking Authority, the European 
Securities and Markets Authority and the European 
Insurance and Occupational Pensions Authority, 
had jointly submitted the draft regulatory technical 
standards (RTS) on the content of the KID required 
under PRIIPs to the Commission on 6 April 2016. 
The draft RTS were endorsed by the Commission 
and no objections were raised by the Council of the 
EU. However, the European Parliament subsequently 
rejected them on 14 September 2016. The purpose of 
the RTS is to ensure standardisation of KIDs so that 
they are easily comparable by consumers leading to 
greater transparency and harmonisation, and creating 
a level playing field among different products and 
distribution channels. 

Extension of the application date

The European Parliament and a large majority of member 
states called for the date on which PRIIPs Regulation will 
become effective to be postponed until 1 January 2018 
to allow time for the RTS to be adopted beforehand. 
The Commission believes that the PRIIPs Regulation is 
sufficiently clear for it to be adequately applied without 
the RTS, but its objectives could be better served by 
having the RTS on KIDs in place. 

Valdis Dombrovskis, European Commissioner for the 
Euro and Social Dialogue and Vice-President of the 
Commission, stated that the one year extension will 
be in the interest of a smoother implementation for 
European consumers and will help ensure legal certainty. 
He added, however, that the extension should be 
restricted to one year only. 

https://esas-joint-committee.europa.eu/Publications/Letters/Ares 6353871_Letter to EBA ESMA and EIOPA - PRIIPs draft RTS.pdf
https://www.esma.europa.eu/sites/default/files/library/2016-1565_final_report_on_clearing_obligation.pdf
https://www.esma.europa.eu/sites/default/files/library/2016-1125_cp_on_clearing_obligation_for_financial_counterparties.pdf
https://www.dlapiper.com/~/media/files/insights/publications/2016/09/exchange_30_september_2016.pdf
http://europa.eu/rapid/press-release_IP-16-3632_en.htm
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UNITED KINGDOM

CYBER SECURITY IN FINANCIAL 
SERVICES FIRMS – FCA SPEECH 
OUTLINING SUPERVISORY APPROACH

Nausicaa Delfas, Director of Specialist Supervision 
of the FCA, gave a speech on 21 September 2016 
highlighting the FCA’s concerns about cybercrime in light 
of its objectives of securing appropriate protection for 
consumers, protecting and enhancing the integrity of the 
UK financial system and promoting effective competition. 
The purpose of the speech was to emphasise the 
significant risk that cybercrime poses to regulated firms 
and to clarify that the FCA and firms have a shared 
responsibility with regard to cyber security. Ms Delfas 
indicated that the FCA will be looking for firms of all 
sizes to develop a “security culture”.

Ms Delfas emphasised that cyber resilience is a priority 
for the FCA and that, for this reason, the FCA has 
created a specialist team to lead its work in this area. 
Ms Delfas indicated that the FCA is aware that cyber 
threats are evolving and increasing in number year-on-
year. Accordingly, Ms Delfas emphasised that firms as 
well as the FCA need to remain vigilant and flexible in 
tackling challenges relating to cyber-attacks since the 
challenges may become greater in the future. 

The key points from the speech are as follows:

The FCA’s approach to cyber security

Cyber security is a shared interest and responsibility 
and accordingly the FCA intends to continue working 
with the cyber security industry and encouraging 
engagement from firms in order to increase cooperation. 
The FCA’s focus has been two-fold: engaging nationally 
and internationally to ensure a co-ordinated approach 
to address the threat, whilst focussing its supervisory 
attention on the largest firms that are critical to national 
infrastructure. For example, the FCA has been involved 
in writing guidance on cyber resilience, worked as part 
of the G7 expert group, co-ordinated with other public 
bodies and has undertaken resilience exercises with 
industry and other regulators. In terms of supervisory 
attention, the FCA also indicated that it will now focus 
on the broader population of firms that it regulates 
and will assess firms that pose the greatest risk to its 
objectives, regardless of the size of the firm.

Developing a “security culture”

The FCA expects firms to develop a “security culture”, 
driven from board-level downwards. The foundation 
on which a “security culture” can be developed is good 
governance around cyber security. “Good governance” 
means that management must be engaged with, and 
responsible for, cyber security. The FCA intends to 
observe whether firms have identified their key assets 
and imposed adequate protections in respect of cyber 
risk. Such protections include well-trained staff, good 
security screening of staff and regularly tested protection 
systems. Firms also need to ensure that they have 
adequate detection capabilities, as well as recovery and 
response systems. Information sharing is also important 
in enhancing protections more broadly.

Emerging risk areas

Ransomware is a threat to firms and customers, and 
it may increase significantly. Ransomware is a type of 
software that can block access to key information until a 
ransom is paid. Firms should monitor developments since 
such attacks can be highly sophisticated. The FCA also 
expects firms to be aware of the risks of 
“self-propagating malware”. 

The FCA recognises risks in relation to data storage. 
Firms need to be aware of the threat profiles of cloud 
providers to which firms are outsourcing many key 
services, confirming that firms can outsource such 
services, but reminding firms that they will remain 
responsible for them. The FCA recognises that there is a 
shortage of skills relating to cyber security and that some 
firms are struggling to recruit staff to respond to threat 
and analyse the relevant data. 

Cyber threats are increasing and evolving, and most 
attacks are caused by basic failings and, accordingly, 
firms should instil a “security culture”. Via a risk-based 
approach, the FCA will be contacting a wider range of 
firms regarding cyber resilience, focusing on those that 
may pose the greatest risk to its objectives following a 
successful attack. The FCA considers cyber security to be 
a priority, and it intends to drive up standards and engage 
with industry with regard to cyber security in the future.

The respondents stated that the fixed costs of clearing 
are disproportionately high for counterparties with low 
volume of activity and that counterparties with a limited 
volume of activity generally face a lack of commitment 
from clearing members. The respondents said that it 
becomes challenging for low volume counterparties to 
finalise the arrangements with clearing members under 
equally satisfactory terms, as the latter tend to prioritise 
clients with a higher volume of activity.

Since its July consultation, ESMA has slightly changed 
its proposals regarding the amendment of the clearing 
obligation’s effective dates prescribed by the three 
Delegated Regulations. The newly proposed date 
for all three implementation dates across the three 
Delegated Regulations will be 21 June 2019 for Category 
3 counterparties, whereas in the consultation it was 
proposed that there would be different implementation 
dates across the Delegated Regulations. 

ESMA considers that although the delayed phase-in does 
not solve the problems discussed regarding access to 
central clearing arrangements, it should reduce their 
impacts and provide time to address them properly. 

Some of the respondents stated that delaying the 
application of the clearing obligation for Category 3, 
could lead to inconsistency in the resulting compliance 
calendar for the various counterparties. Indicatively, 
if the delay is accepted, the deadline for counterparties 
in Category 3 would come later than the deadline for 
those in Category 4, i.e. non-financial counterparties 
above the clearing threshold. ESMA clarified that 
since the categories of counterparties were defined, 
new evidence suggests that the level of sophistication 
of non-financial counterparties above the clearing 
threshold (NFC+) may be higher than that of many small 
financial counterparties. As a result, ESMA considers it 
appropriate that the group NFC+ should start clearing 
a few months before the group of financial counterparts 
with a limited volume of activity.

Next Steps 

ESMA’s final report was submitted to the European 
Commission for endorsement of the draft RTS as set 
out in Annex 3 to the final report. The Commission is 
expected to decide whether or not the draft RTS should 
be endorsed within three months from the date of the 
report’s submission. 

Please contact Michael McKee for more information:

Michael McKee 
Partner 
London 
T +44 (0)20 7153 7468 
michael.mckee@dlapiper.com
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SUPER-COMPLAINT FROM WHICH? 
TO THE PSR

The Payment Systems Regulator (PSR) published a press 
release on 23 September 2016 explaining that it has 
received a super-complaint from Which?, the consumer 
body, regarding its concerns about safeguards in the 
push payments market. The PSR responded to Which?’s 
super-complaint on 16 December 2016.

“Push payments” are payments made by consumers 
by sending money to the payee’s bank account. Push 
payments include payments via Faster Payments, 
CHAPS and BACS. Super-complaints can be brought by 
designated representative bodies, such as Which?, under 
section 68(1) of the Financial Services (Banking Reform) 
Act 2013 where the complainant believes that aspects 
of a payment systems market are, or appear to be, 
significantly damaging to the interests of service users. 
The PSR was required to respond to the super-complaint 
within 90 calendar days. 

In its super-complaint, Which? sets out its concerns 
about the level of protection for consumers targeted 
by fraudsters aiming to deceive them into transferring 
money via push payment. Which? argued that protections 
in respect of push payments are insufficient in 
comparison to the protections afforded to other types 
of payments, such as credit and debit card payments and 
direct debits identifying that there has been an increasing 
number of such scams occurring and highlighting that 
the harm caused can be substantial. Affected victims 
can be left with large losses which can cause distress 
and diminish overall consumer confidence in the use of 
electronic payment systems.

Which? considers that an investigation is required to 
address the extent to which banks could modify their 
conduct to reduce the harm caused to consumers by 
scams which lead to the authorisation of push payments 
to fraudster payees and to consider possible changes 
to legislation or regulation in order to incentivise banks 
and payment system operators to counter the risks of 
such scams thereby improving protection for consumers. 
Which? proposed two remedies to address consumer 
protection in the push payments market. The first option 
is to place more liability on banks for the losses resulting 

from such scams with the intention of incentivising those 
entities to take steps to prevent such loss. The second 
option is to set standards for risk management in 
relation to push payments that banks must meet when 
processing such transactions, suggesting that banks 
could be held liable for losses arising from a payment if 
it was made without compliance with those standards. 
Which? recognised that some actions are currently 
being undertaken in the market to improve consumer 
protection, including efforts by Payments UK, the Home 
Office and Ofcom. It also recognised that the banking 
industry is trying to educate consumers so that they can 
better protect themselves against such scams.

The PSR stated in its response to Which?’s super-
complaint that push payments scams present a “growing 
problem that needs to be addressed”. It carried out 
research on the scale of the problem, the current legal 
and regulatory protections for victims, how banks 
protect victims, and whether there are any other 
proposals/changes that may result in a reduction of the 
impact of such scams. The PSR outlined its findings, 
identifying three main issues: 

1)  The way in which banks work together in responding 
to the reports of such scams needs to improve

2)  Banks could potentially do more to identify fraudulent 
payments and prevent the influence of fraudsters

3)  The available data on the scale and types of such scams 
is currently inadequate. 

The PSR has agreed with Financial Fraud Action UK 
certain actions to help address its concerns, including 
the development of an understanding about what 
information can be shared between payment service 
providers under the current law and the key barriers to 
sharing further relevant information, the development of 
a common industry approach or standard that payment 
service providers should follow when reporting incidents, 
and the collection and publication of scam statistics to 
address the lack of quality data. The PSR stated that it 
will monitor this work and review industry progress 
in the second half of 2017. It concluded, however, that 
there is insufficient evidence to pursue changing the legal 
liability of banks, but said that it would reconsider its 
position if additional evidence comes to light.

INDIVIDUAL ACCOUNTABILITY AND 
CULTURE IN BANKING – FCA PROPOSES 
NEW MEASURES 

On 28 September 2016, the FCA marked six months 
since the implementation of the Senior Managers and 
Certification Regime by providing feedback on its 
implementation so far and proposing measures to further 
strengthen the regime. The new measures are part of the 
FCA’s continued focus on culture and build on initiatives 
to further empower it to identify and hold senior 
individuals in banking and insurance firms to account. 

Background

On 7 March 2016, the new Individual Accountability 
Regime (IA Regime) came into effect. The IA Regime 
governs certain individuals in UK banks, building 
societies, credit unions, PRA-designated investment 
firms and branches of foreign banks operating in the UK 
(relevant authorised persons or RAPs). The IA 
Regime was introduced by the Banking Reform Act 
2013 and driven by the findings of the Parliamentary 
Commission into Banking Standard’s report, Changing 
Banking for Good. 

There are three key elements of the IA Regime: the 
Senior Managers Regime (SMR), the Certification 
Regime and the Conduct Rules. The SMR applies to 
individuals who perform a Senior Management Function 
(SMF) in RAPs (Senior Managers). The Certification 
Regime applies to all individuals (Certified Persons) 
who are “material risk-takers” (staff subject to the 
Dual Regulated Firms Remuneration Code) and other 
staff who pose a risk of significant harm to the RAP 
or any of its customers. The third element of the IA 
Regime are the enforceable Individual Conduct Rules 
and Senior Manager Conduct Rules found in the FCA’s 
Code of Conduct sourcebook (COCON) and the PRA’s 
Rulebook (together, the Conduct Rules). 

From 7 March 2017, the Conduct Rules will apply to 
all RAP employees excluding ancillary staff (such as 
receptionists, post room staff etc).

FCA publications 

On 28 September 2016, the FCA issued the following 
publications:

 ■ FCA Consultation Paper (CP 16/26), Guidance on the 
duty of responsibility: amendments to the Decision 
Procedure and Penalties Manual;

 ■ FCA Consultation Paper (CP 16/27), Applying out 
Conduct Rules to all non-executive directors in the 
banking and insurance sectors; The PRA also published 
Consultation Paper (CP 34/16), on strengthening 
individual accountability in banking and insurance: 
amendments and optimisations;

 ■ FCA Policy Statement (PS 16/22), Strengthening 
accountability in banking and insurance: regulatory 
references final rules; The PRA had also published the 
related PRA Consultation Paper (CP 27/16); 

 ■ FCA Discussion Paper (CP 16/4), Overall 
responsibility and the legal function;

 ■ Supervisory review of statement of responsibilities 
and responsibilities maps contained in four Feedback 
Statements (FS 16/6, FS 16/7, FS 16/8, and FS 16/9); 

 ■ FCA Consultation Paper (CP 16/25), Whistleblowing 
in UK branches of overseas banks; and

 ■ FCA Consultation Paper (CP 16/28), Remuneration in 
CRD IV firms: new guidance and changes to Handbook.

These publications propose new rules and guidance that 
reinforce the importance of individual accountability 
at the most senior levels of RAPs. They set out the 
regulators’ expectations on how RAPs should document 
responsibilities and provide final rules on regulatory 
references. Such references allow RAPs to share relevant 
information to support their assessment of potential new 
recruits as fit and proper for their regulated roles. 

The publications also propose subjecting the role of 
General Counsel to the SMR and ensuring that all non-
executive directors (NEDs) are subject to the Conduct 
Rules which impose enforceable behavioural standards, 
including the duties to act with integrity and due care, 
skill and diligence. 

https://www.psr.org.uk/psr-publications/news-announcements/payment-systems-regulator-receives-super-complaint-from-which-on-payments-scams
https://www.psr.org.uk/psr-publications/news-announcements/payment-systems-regulator-receives-super-complaint-from-which-on-payments-scams
https://www.psr.org.uk/sites/default/files/media/PDF/which-super-complaint-sep-2016.pdf
https://www.psr.org.uk/psr-publications/news-announcements/which-super-complaint-our-response-Dec-2016
https://www.fca.org.uk/firms/remuneration/dual-regulated-firms-remuneration-code-sysc-19d
https://www.fca.org.uk/sites/default/files/cp16-26.pdf
https://www.fca.org.uk/sites/default/files/cp16-27.pdf
http://www.bankofengland.co.uk/pra/Documents/publications/cp/2016/cp3416.pdf
https://www.fca.org.uk/sites/default/files/ps16-22.pdf
http://www.bankofengland.co.uk/pra/Pages/publications/ps/2016/ps2716.aspx
https://www.fca.org.uk/publication/discussion/dp16-4.pdf
https://www.fca.org.uk/sites/default/files/fs16-6.pdf
https://www.fca.org.uk/sites/default/files/fs16-7.pdf
https://www.fca.org.uk/sites/default/files/fs16-8.pdf
https://www.fca.org.uk/sites/default/files/fs16-9.pdf
https://www.fca.org.uk/sites/default/files/cp16-25.pdf
https://www.fca.org.uk/sites/default/files/cp16-28.pdf
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FCA and PRA propose to apply conduct rules to 
all non-executive directors

The FCA has published a Consultation Paper (CP 27/16) 
which proposed the extension of the FCA COCON 
to all NEDs in all RAPs. The PRA has also published 
Consultation Paper (CP 34/16) which also consults on 
extending the Conduct Rules to relevant RAPs and 
insurers. 

From 7 March 2017, the Individual Conduct Rules will 
be expanded to apply to all staff in RAPs (excluding 
ancillary staff). The PRA notes in CP 34/16 that it would 
be “unusual” for the Conduct Rules to apply to relatively 
junior employees from that date, but not NEDs, who 
perform senior roles at RAPs. NEDs who are neither 
Chairman, Senior Independent NEDs, nor the chairs of 
board committees are referred to as “Standard” NEDs.

The regulators had initially proposed in FCA CP 14/13 
and PRA CP 14/14 that all Standard NEDs be in-scope 
of the SMR and captured under SMF15. However, 
following consultation, the position was revised in 
FCA CP 15/5 and PRA CP 7/15. The FCA noted that 
Standard NEDs do not have specific responsibilities and 
that the presumption of responsibility would encourage 
Standard NEDs to take a more “executive” role contrary 
to their purpose providing of independent oversight. 
Only “Approved NEDs” who perform SMFs like SMF9 
Chairman and SMF10 Chair of Risk Committee are 
currently accountable to the regulators for the Conduct 
Rules. SMF15 remains unused and conspicuously absent 
from the list of FCA and PRA designated SMFs. As 
an interim fix, the PRA in Policy Statement PS 16/15 
required Standard NEDs to be contractually obliged to 
their RAPs to comply with Individual Conduct Rules 1–3 
and Senior Management Conduct Rule 4. 

Standard NEDs are still bound by their common law 
directors duties and by their duties from the Companies 
Act 2006. Many of these duties are similar to the 
Conduct Rules, such as the statutory duty to exercise 
reasonable care, skill and diligence overlapping with 
Individual Conduct Rule 2 to act with due skill, care 
and diligence. A key difference however, are the lower 
hurdles that the regulators need to overcome in order to 
levy a financial penalty for breach of the Conduct Rules.

The Bank of England and Financial Services Act 2016 
amended section 64A of FSMA to include “directors” 
thereby empowering the regulators to take enforcement 
action for misconduct against all NEDs for breach of the 
Conduct Rules regardless of whether they perform a 
SMF or other controlled function. 

The FCA, in CP 16/27, propose to exercise its recently 
allocated power and make the following proposals:

1. Standard NEDs will be subject to the Individual 
Conduct Rules set out in COCON 2.1. These 
rules include the duty to act with integrity (Rule 1), 
the duty to act with due skill, care and diligence 
(Rule 2) and the duty to be open and cooperative 
with regulators (Rule 3). 

2. Senior Conduct Rules 1, 2, 3 should not apply to 
standard NEDs, unless a person is both a NED and 
also falls into one of the other categories of “Senior 
Conduct Rules Staff” as defined in the Glossary 
of COCON (i.e. a SMF manager, an employee of 
a relevant authorised person who performs the 
function of a SMF manager, an approved person 
performing a controlled function in a Solvency II 
firm or a small non-directive insurer where the 
controlled function is a significant-influence function, 
or a standard non-executive director of a relevant 
authorised person, a Solvency II firm or a small non-
directive insurer).

3. Additional guidance to Individual Conduct Rule 2 is 
suggested in order to clarify that this rule applies to 
a director when acting as a member of the Board 
and any other governing body and any of that body’s 
committees.

4. Applying Senior Conduct Rule 4 (SCR4) to all 
standard NEDs. SCR4 imposes the duty to disclose 
any information of which the FCA or PRA would 
reasonably expect notice.

5. The extension of the COCON guidance on the role 
and responsibilities of NEDs to insurance firms. 

6. Column J of the conduct breach report (Form H) 
should be amended in order to identify which conduct 
breaches are being notified by standard NEDs. 

Similar proposals are put forth by the PRA in CP 34/16. 

Both consultations close on 9 January 2017. After 
feedback from the consultations has been received and 
reviewed, the final rules will be issued in 2017.

Overall responsibility and the legal function 

The FCA issued a Discussion Paper (DP 16/4) on 
the overall responsibility and the legal function under the 
SMR. The IA Regime requires a Senior Manager to have 
overall responsibility for each area of the RAP’s business. 
This may extend to the legal function within each RAP. 
Where a specific SMF does not exist to cover each area 
of the business, the regulators use SMF18 as a general 
catch-all to ensure complete coverage of a RAP by a 
responsible Senior Manager. In practical terms, the head 
of the legal function may be appointed as a SMF18, if not 
already classified as performing another SMF. 

In DP 16/4, the FCA moved to reassure industry that 
legal safeguards, such as legal professional privilege, 
will be maintained. The FCA acknowledged that section 
59ZA of FSMA does not extend to giving legal advice, 
noting that it instead was the management of the 
function and not the provision of legal advice that brings 
the head of the legal function into the SMR. Having 
overall responsibility for the legal function is likely to 
come within section 59ZA, as it will involve management 
of that function. 

In DP 16/4, the FCA noted the concerns about using 
privileged information to demonstrate “reasonable 
steps” may have been driven by the formerly applying 
presumption of responsibility. The replacement of the 
presumption with the duty of responsibility now places 
the burden on the regulators to prove whether or not 
reasonable steps have been taken – not the Senior 
Manager. The FCA also reassured the legal profession 
that section 413 of FSMA protects legal privilege by 
providing that no power under that Act can be used by 
the FCA to require the disclosure of “protected items” 
which includes LPP items. The FCA did not express a 
final view but invited feedback from stakeholders on the 
FCA’s policy analysis, as well as views on whether the 
legal function should be included within SMR. Interested 
parties should submit their response by 9 January 2017. 

FCA statement of responsibilities and 
management responsibilities map 

The FCA engaged in an in-depth supervisory review 
of a large range of Statements of Responsibilities and 
Management Responsibilities Maps which are documents 
required by the “SMR”. The FCA found that most RAPs 
had engaged with the challenges of implementing the 
IA Regime and had invested a considerable amount of 
effort in preparing for it. In the vast majority of cases, 
RAPs had considered how the SMR applied to them and 
had identified Senior Managers and allocated SMFs and 
prescribed responsibilities appropriately. 

The FCA did, however, identify a number of issues where 
some RAPs were not meeting the relevant rules and 
guidance as set out in the FCA Handbook. Among the 
issues raised are the following:

 ■ In some RAPs’ submissions, it was not clear that all the 
business functions and activities of the RAP had been 
allocated as overall responsibilities; 

 ■ Stated responsibilities were not always clear;

 ■ There was wide variation in the quality of Management 
Responsibilities Maps; 

 ■ In a number of cases, Management Responsibilities Maps 
did not give enough information around governance 
arrangements, particularly where the RAP was part of a 
wider corporate group. 

RAPs should review their Statements of Responsibilities 
and Management Responsibilities Maps in light of this 
feedback and, where necessary, revise them using the 
rules and guidance provided by the FCA and the PRA. 
If this review results in a significant change to the 
responsibilities of a Senior Manager, RAPs should notify 
the FCA using Form J.

TRANSPOSING MIFID II IN THE UK – 
THIRD FCA CONSULTATION
On 29 September 2016, the FCA published its third 
consultation paper (CP 16/29) on the implementation 
of the second Markets in Financial Instruments Directive 
(MiFID II) in the UK. The consultation seeks the views 

https://www.fca.org.uk/publication/consultation/cp14-13.pdf
https://www.fca.org.uk/publication/consultation/cp14-13.pdf
https://www.fca.org.uk/publication/consultation/cp15-05.pdf
http://www.bankofengland.co.uk/pra/Documents/publications/ps/2015/ps1615.pdf
https://www.handbook.fca.org.uk/handbook/SUP/10C/Annex6D.html
https://www.fca.org.uk/sites/default/files/cp16-29.pdf
https://www.fca.org.uk/sites/default/files/cp16-29.pdf
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of the stakeholders on the proposed changes to the FCA 
Handbook and makes key proposals concerning conduct 
of business rules, product governance, telephone taping 
for financial advisers and knowledge and competence 
requirements. 

FCA proposals 

The FCA focuses on conduct of business issues, 
including: 

 ■ inducements (such as adviser charging)

 ■ research

 ■ client categorisation

 ■ disclosure requirements

 ■ independence

 ■ suitability

 ■ appropriateness

 ■ dealing and managing, underwriting and placing,

 ■ investment research

 ■ other conduct matters

The FCA’s proposals also touch on:

 ■ product governance

 ■ knowledge and competence requirements

 ■ recording of telephone conversations and electronic 
communications (taping) 

 ■ supervision manual, authorisation and approved 
persons and perimeter guidance

FCA CP 16/29 is published with a view to the MiFID 
II implementation date of 3 January 2018, by when 
the UK must be compliant with the legal obligations 
deriving from EU law. The FCA is also considering 
exercising its discretion to regulate further than what 
is required by MiFID II in some respects. As MiFID II 
is a Directive there is scope in certain respects for 
“super-equivalence” (see the requirements on taping 
discussed further below).

Inducements and research

In CP 16/29, the FCA proposes a new Conduct 
of Business sourcebook (COBS) rule 2.3B which 
transposes article 13 of the Commission Delegated 
Directive C(2016) 2031 supplementing Directive 2014/65/
EU (the MiFID II Delegated Directive). It will also 
transpose (as guidance) certain recitals of the MiFID II 
Delegated Directive on how MiFID investment firms 
should operate a research payment account and collect 
charges. MiFID investment firms that wish to use client 
funds to obtain client-specific research reports should 
pay close attention to these requirements in COBS 
2.3B, in particular the requirements of oversight, audit 
and controls regarding any research payment account. 
Clients must agree to any charges on the account and 
arrangements must be put in place to remit any unused 
funds back to the relevant clients.

The FCA proposes to incorporate the MiFID II 
investment research provisions into a single COBS 
chapter as well as adding guidance to clarify that the 
new rules will apply to both investment research and 
non-independent research. The current rules require 
MiFID investment firms to manage conflicts of interest 
in relation to the financial analysts involved in the 
production of investment research and other relevant 
persons whose responsibilities or business interests 
may conflict with the interests of the persons to whom 
research is disseminated. A particular change in MIFID II 
is a requirement not just to manage conflicts but also to 
prevent them.

Costs and charges disclosure

The FCA proposes to amend COBS in line with the 
provisions in MiFID II and the MiFID II Delegated Directive. 

The new disclosure requirements are primarily applicable 
to MiFID investment firms doing MiFID business and will:

 ■ require the disclosure of appropriate information to 
clients with regard to the MiFID investment firm and 
its services, the financial instruments and proposed 
investment strategies, execution venues and all costs 
and related charges (see new COBS 2.2 A), and

 ■ require additional disclosures in respect of safeguarding 
client instruments and funds as well as information 
about costs and associated charges.

Fair treatment of customers

Fair treatment of customers constitutes an overarching 
theme for both MiFID II and CP 16/29 and as such it can 
be traced throughout the FCA consultation. Disclosure 
requirements, as well as independence requirements 
both serve the policy aim of fair treatment of customers.

MiFID investment firms providing independent advice 
will have to “assess a sufficient range of financial 
instruments available on the market which must be 
sufficiently diverse with regard to their type and 
issuers or product providers to ensure that the client’s 
investment objectives can be suitably met”. The FCA 
states that it intends to implement the MiFID II standards 
to all retail investment products for UK retail clients. 
Rules in the MiFID II Delegated Directive in relation to 
the robustness of a MiFID investment firm’s product 
selection process will also be applied to non-MiFID II 
business. For professional clients and non-UK retail 
clients, the FCA will only apply the MiFID independence 
standard on MiFID financial instruments and structured 
deposits.

Moreover, both the suitability and the appropriateness 
requirements support the fair treatment of customers 
and ensure that they are not misled or confused when 
choosing a financial product. Rules transposing the MiFID 
II suitability requirements will be set out in a new COBS 
9A. The new rules include more specific requirements to 
ensure suitability of personal recommendations, such as 
the obligation to ensure information about the client is 
up-to-date where the MiFID investment firm is providing 
ongoing advice or a discretionary management service. 
Additionally, the rules clarify that, where advice or a 
discretionary management service is provided wholly 
or partly through an automated system, the MiFID 
investment firm’s remains responsible for the suitability 
assessment. Responsibility is not diminished by use of an 
automated system.

The FCA proposes to add two new criteria to the list of 
non-complex criteria in COBS 10.4.1 R (3), namely that 
the product does not:

 ■ contain a clause, condition or trigger that could 
fundamentally alter the nature or risk of the investment 
or pay out profile; and

 ■ include exit charges that have the effect of making the 
investment illiquid even though the client may have 
frequent opportunity to dispose, redeem or realise the 
product.

The FCA will also include in COBS 10:

 ■ a rule that where a bundle of services or products is 
envisaged, the MiFID investment firm must consider 
whether the overall bundled package is appropriate; and

 ■ a specific requirement for MiFID investment firms 
to keep records of appropriateness assessments, 
including, where a warning was given to a client, 
whether the client decided to go ahead despite the 
warning and whether the MiFID investment firm 
accepted the client’s request to go ahead with the 
transaction.

Telephone taping

MiFID II introduces for the first time an EU-wide 
requirement for MiFID investment firms to record 
telephone conversations and electronic communications 
when providing specific client order services that 
relate to the reception, transmission and execution 
of orders, or dealing on their own account. The FCA 
will consolidate the rules into Senior Management 
Arrangements Systems and Controls Sourcebook of the 
FCA Handbook.

The FCA proposes to apply the MiFID II taping regime to 
a wider range of situations than those required by MiFID 
II, namely:

 ■ the service of portfolio management, including 
removing the current qualified exemption for 
discretionary investment managers;

 ■ corporate finance business;

 ■ energy market activity or oil market activity; and

 ■ the activities of collective portfolio managers 
(full-scope UK alternative investment fund managers 
(AIFMs)), small authorised UK AIFMs and residual 
collective investment scheme operators, incoming 
EEA AIFM branches and undertakings for collective 
investment in transferable securities management 
companies).
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Next Steps 

The consultation closed on 4 January 2017. All MiFID 
investment firms are expected to be “MiFID II ready” 
by 3 January 2018 and compliant with the enhanced 
regulatory regime.

UK IMPLEMENTATION OF MIFID II – 
FOURTH FCA CONSULTATION 
On 16 December 2016, the FCA published its fourth 
and final consultation paper (CP 16/43) on the 
implementation of the Markets in Financial Instruments 
Directive II (MiFID II) in the UK. The consultation, 
which follows three previous consultations, i.e. CP 15/43, 
CP 16/19 and CP 16/29, addresses a range of broadly 
technical and consequential matters which have not 
previously been covered. 

CP 16/43 was consequently drafted in the context of 
the UK preparing to exit the EU regulatory framework. 
As repeatedly noted by the FCA, firms must continue with 
the implementation plans for MiFID II, until there is further 
guidance regarding the exit of the UK from the EU. 

More specifically, CP 16/43 touches upon the following 
issues:

1.  Specialist regimes: Conduct of Business (COBS) 
18 contains a number of tailored conduct regimes 
covering MiFID and non-MiFID business for specialist 
types of investment business. The regimes generally 
work by referencing other parts of COBS. The FCA 
mostly updates references in COBS 18, while 
some more substantive changes are consulted on. 
For example, it was proposed that certain MiFID 
II requirements on taping and investment research 
will be applied to energy and oil market participants 
conducting non-MiFID II business. 

2.  Tied agents: The MiFID tied agent regime was 
implemented in the UK using the authorised 
representative framework. Tied agents of MiFID 
investment firms which carry on regulated activities 
in the UK are also authorised representatives. 
Where a tied agent does not carry on regulated 
activities, they are also not authorised representatives. 

At present, certain members states of the EU do 
not allow MiFID investment firms for which they are 
the home state supervisor to appoint a tied agent. 
This may lead to the problematic situation where 
a UK MiFID investment firm appoints a tied agent 
from one of those member states but that tied agent 
cannot be registered in their home state. That tied 
agent needs to be registered with the FCA. Under 
MiFID II, it will no longer be the case that tied agents 
established in other member states will need to be 
registered in the UK, as all member states will be 
required to maintain tied agent regimes. The FCA 
will propose amendments to the existing tied agents 
rules and guidance in SUP 12 to reflect the changes 
brought about under MiFID II. Specifically, the FCA 
will clarify the territorial application of SUP 12 and 
introduce new definitions for those new populations 
of authorised representatives to which MiFID 
requirements relating to tied agents are also to apply. 

3.  Market data: The FCA plans to make changes to 
chapter 9 of the Market Conduct Sourcebook (MAR) 
with regard to its supervisory approach towards data 
reporting service providers (DRSPs) and to include 
guidance on the scope of the approved reporting 
mechanism (ARM) regime. The proposed form 
for yearly notifications to the FCA (MAR 9 Annex 
8 D) is set out in Appendix 2 to CP 16/43. The FCA 
proposes to ensure that Data DRSPs are compliant 
with Part V of MiFID II via updates to both MAR and a 
proposed review. Interestingly, the FCA clarified that 
a trading venue, when required to transaction report 
on their own behalf or on behalf of certain persons, 
may report to the FCA through an ARM. The FCA 
also clarified their view that it is acceptable for MiFID 
investment firms to aggregate their reporting via an 
internal hub provided the hub uses an ARM or is an 
ARM. 

4.  Small and medium-sized enterprise (SME) 
Growth Markets: MiFID II introduced a new 
sub-category of Multilateral Trading Facility (MTF) 
called SME Growth Markets. The policy intention was 
to raise the visibility and profile of growth markets or 
junior markets across Europe. The FCA is proposing 
rules on how to register as an SME Growth Market in 
MAR 5.10. 

5.  Miscellaneous changes to the Handbook: 
The FCA is proposing amendments to the Perimeter 
Guidance manual (PERG), classification of the 
territorial scope of rules on remuneration and 
training and competency, and amendments to the 
Banking Conduct of Business sourcebook (BCOBS) 
relating to structured products. The FCA has 
included in PERG guidance in respect of forward 
FX instruments. Firms providing services in 
relation to forward FX instruments or trading in 
these instruments will need to consider whether 
MiFID II requires them to seek new permissions 
and passports, as a result of the changes in scope 
in investment services, financial instruments and 
exemptions. 

6.  Updates to fees manual and forms: The FCA is 
proposing transitional rules for FCA-authorised firms 
that submit applications for permission or variations 
of permission under MiFID II before the appropriate 
charges are in place. On 13 January 2017 the FCA 
published a MiFID II application and notification 
user guide, which addresses applications for new 
authorisation as MiFID investment firms or DRSPs, 
recognition of investment exchanges, variation of 
permission and change of legal status and notifications 
to provide the FCA with regulatory information from 
firms, recognised investment exchanges and others, 
including passport notifications. The FCA states 
that draft applications for FCA solo regulated firms 
can be submitted to the authorisation gateway from 
30 January 2017. The transitional rule will address the 
period from the point when the FCA starts accepting 
applications for authorisations related to the changes 
in MiFID II to the point at which legislation changes 
to enable it to collect fees for the changes of scope. 
The FCA also proposed that the fee payable for the 
application made under the transitional regime will 
only be payable where the fee for that application 
is higher than the amount paid for any connected 
application for activities they already regulate. 

7.  Forms: The FCA provides feedback on changes 
to Form A, which were consulted on in CP 16/29. 
All respondents were in favour of the proposed 
changes and therefore, the FCA has not made 
any significant changes to its proposals. In order 
to minimise complexity, the FCA proposed for 

prospective MiFID firms coming through the 
Authorisations Gateway to use the new Form 
A when they submit information on the proposed 
appointment of persons who are not members of the 
management body or do not direct the business. 

Next Steps

The deadline for responses to the consultation is 
17 February 2017, except for the responses regarding 
the proposals on fees, for which the deadline is 
16 January 2017. As mentioned above, CP 16/43 will be 
the last FCA consultation paper on the implementation 
of MiFID II. Should there be any outstanding issues 
requiring consultation, the FCA will consult on them 
in quarterly consultation papers. It also aims to publish 
two policy statements laying out the final rules of the 
implementation. The first policy statement, which is 
expected to be published in March 2017, will cover 
matters consulted on in CP 15/43, while the second one, 
which is expected in June 2017, will cover all remaining 
issues. The changes in the FCA Handbook will be 
finalised in the first half 2017.

MIFID II TRANSACTION REPORTING 
OBLIGATIONS – NEW FCA WEBPAGE
On 2 December 2016, the FCA published a new webpage 
on how to obtain a legal entity identifier (LEI) for 
firms subject to transaction reporting obligations under 
the revised Markets in Financial Instruments Directive 
(2014/65/EU) (MiFID II) and the Markets in Financial 
Instruments Regulation (Regulation 600/2014) (MiFIR). 

MiFID investment firms, including, for the purposes of 
transaction reporting, authorised credit institutions but 
excluding managers of collective investment undertakings 
and pension funds, operators of trading venues, and 
UK branches of third country investment firms will be 
required to comply with the MiFIR transaction reporting 
obligations From the implementation of MiFID II/MiFIR on 
3 January 2018, such firms will be required to ensure that 
clients eligible for an LEI have one before executing trades 
in financial instruments subject to the transaction reporting 
obligation (including shares, bonds, collective investment 

https://www.fca.org.uk/publication/consultation/cp16-43.pdf
https://www.fca.org.uk/publication/consultation/cp15-43.pdf
https://www.fca.org.uk/publication/consultation/cp16-19.pdf
https://www.fca.org.uk/sites/default/files/cp16-29.pdf
https://www.fca.org.uk/markets/mifid-ii/legal-entity-identifier-lei-update
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schemes, derivatives and emission allowances) on their 
behalf. The FCA webpage aims to provide guidance for 
firms and their clients on how to obtain an LEI.

LEIs are unique identifiers for persons that are legal 
entities or structures, including companies, charities 
and trusts, and the obligation to obtain an LEI has been 
endorsed by the G20. An LEI, which is a code included in 
a global data system, enables any legal entity or structure 
that is a party to a relevant financial transaction to be 
identified in any jurisdiction. LEIs are available from 
bodies accredited by the Global Legal Entity Identifier 
Foundation, or bodies endorsed by the Legal Entity 
Identifier Regulatory Oversight Committee, as an 
authorised Local Operating Unit for the allocation of 
LEIs. The Global Legal Entity Identity Foundation has also 
introduced the concept of a “registration agent” to assist 
legal persons to access Local Operating Units. A fee may 
be applicable for the allocation of an LEI, but that is to be 
determined by the relevant Local Operating Unit. Firms 
eligible for an LEI must renew them annually by providing 
the local operating unit with updated information so that 
it may verify the data held on the LEI. The FCA webpage 
also provides a list of Local Operator Units.

THE IMPLEMENTATION OF MIFID II – 
PRA APPROACH 
As part of the UK implementation of the revised Markets 
in Financial Instruments Directive (2014/65/EU) (MiFID 
II) and the Markets in Financial Instruments Regulation 
(Regulation 600/2014) (MiFIR), the PRA issued a 
policy statement (PS 29/16) on 27 October 2016, 
following its first consultation paper (CP 9/16) released 
on 1 March 2016, and a second consultation paper 
(CP 43/16) on 25 November 2016, regarding its 
approach on the implementation process. This article 
focuses on PS 29/16 and CP 43/16.

Background

MiFID II will take effect from 3 January 2018 and 
member states must transpose the relevant provisions 
in national legislation and regulations by 3 July 2017. HM 
Treasury previously consulted on the changes required 
to UK legislation in March 2015. The FCA has also 

consulted on necessary changes to its Handbook across 
four consultation papers in December 2015, July 2016, 
September 2016 and December 2016. 

PRA policy statement 

On 27 October 2016, the PRA issued policy statement 
PS 29/16 offering feedback to the responses received to 
its consultation paper (CP 9/16) which was published in 
March 2016. 

The PRA did not consider that the responses received 
necessitated significant changes to its original proposals 
contained in CP 9/16. The final rules to transpose MiFID 
II, regarding the extension of scope and harmonisation 
of the MiFID passporting regime and the systems and 
controls for firms who undertake algorithmic trading 
and provide direct electronic access to trade venues, 
were set out in the Passporting and the new Algorithmic 
Trading Part of the PRA Rulebook respectively. 

No proposals were received with regard to the changes 
proposed regarding the passporting regime. The final 
passporting rules are, therefore, unchanged from CP 
9/16 apart from some minor clarifying amendments and 
a change to the definition of “tied agent”. Two responses 
were received regarding the proposals on algorithmic 
trading, which recognised the need for the PRA to 
introduce rules for algorithmic trading. Algorithmic 
trading activity on markets outside the European 
Economic Area (EEA) which would have been in scope 
of the rules, if these markets were indeed located 
within the EEA, is now covered by the proposed rules. 
Concerns were raised by the respondents regarding 
the scope of the proposed rules, record keeping and 
the requirements for firms engaged in high frequency 
algorithmic trading. The respondents requested 
clarifications with regard to whether the proposed rules 
on algorithmic trading are applicable for a PRA regulated 
entity trading on a market outside the EEA.

The PRA decided to remove from its proposals 
the detailed record keeping requirements on firms 
engaging in high frequency algorithmic trading, as these 
requirements would be imposed in parallel to the 
existing corresponding FCA requirements. The PRA 
also stated that it is appropriate to provide greater 
granularity of the records of testing firms’ systems that 
should be maintained, in order for information relevant 

to all aspects of the firms’ systems to be provided to the 
PRA. Some of the respondents stated that the discretion 
provided by MiFID II to national competent authorities 
to ask for any information relevant to a firm’s algorithmic 
trading leads to uncertainty for firms. The PRA clarifies it 
will separately consult on the matter and determine what 
constitutes “further relevant information” and what will 
be required of firms to meet its expectations. 

ESMA has consulted on draft regulatory technical 
standards (RTS) and implementing technical standards 
relating to both passporting and algorithmic trading 
under MiFID II. The PRA states that the draft RTS 
relevant to the rules in PS 29/16 have been adopted 
by the European Commission. The PRA clarified that 
should there be no substantial change to the text of 
the RTS published in the Official Journal of the EU 
and consequently, no substantive changes to the PRA 
rules. The PRA will insert the instrument numbers and 
commence the rules without further consultation to give 
effect to the text of the final standards adopted by the 
Commission. 

MiFID II requires firms providing direct electronic access 
to trading venues to their clients to have robust systems 
and controls in place and, accordingly, the PRA has 
amended Algorithmic Trading 2.4(3) in order to align 
more closely with the wording of Article 17(5) of MiFID 
II, by referring to “appropriate” systems and controls. 

PRA second consultation

On 25 November 2016, the PRA published its second 
consultation paper (CP 43/16) on the implementation 
of MiFID II and MiFIR. The CP 43/16 proposals aim to 
enhance governance through MiFID II management body 
requirements and key organisational requirements which 
will apply to MiFID and non-MiFID business. The PRA 
retains the “common platform firm” concept in order to 
continue to apply a single set of requirements in respect 
of both MiFID and non-MiFID business of firms. 

The main amendments to the PRA Rulebook and 
supervisory statements as proposed by CP 43/16 are as 
follows.

First, new PRA rules will be introduced implementing 
Articles 9 and 16 of MiFID II, relevant to the management 
body and organisational requirements respectively.

Management body: The management body 
requirements in MiFID II focus on the effective oversight 
and control that the management body should have 
over the activities of firms. The management body is 
expected to assume clear responsibilities across the 
business cycle of the firm, including setting strategic 
objectives, and responsibility for the risk strategy and the 
internal governance of the firm. The PRA proposed the 
implementation of the management body requirements, 
contained in Article 9 of MiFID II, through changes to 
the General Organisational Requirements and Skills, 
Knowledge and Expertise Section of the PRA Rulebook. 

Organisational requirements: The organisational 
requirements involve new requirements about the 
operation of the compliance function, outsourcing 
and record keeping, including a list of minimum 
records (Article 16 of MiFID II). The PRA proposed to 
implement these organisational requirements through 
changes to the Compliance and Internal Audit, General 
Organisational Requirements, Outsourcing, Record 
Keeping and Risk Control Parts in the PRA Rulebook. 
The extension of the substance of the requirements of 
the Delegated Regulation on organisation requirements 
and operating conditions is also proposed by the PRA. 

Second, the PRA Rulebook provisions which are being 
superseded by directly applicable provisions of the 
Commission Delegated Regulation on organisational 
requirements and operating conditions (Delegated 
Regulation) will be removed from the PRA Rulebook.

Third, consequential changes to the PRA Rulebook 
notes and supervisory statements to update references 
from MiFID to MiFID II. Consequential amendments 
will also be made under the General Provisions Part and 
the Glossary.

Fourth, authorisations will be granted in respect of the 
MiFID activity of “operation of an organised trading 
facility (OTF)”, the MiFID financial instruments of 
“emission allowances” and structured deposits:

New regulated activity and specified instrument: 
MiFID II will expand the scope of the existing 
MiFID regime by expanding the scope of regulated 
MiFID investment services and activities to include 
“operating an OTF” and adding emission allowances 
to the list of MiFID financial instruments. Accordingly, 

http://www.bankofengland.co.uk/pra/Documents/publications/ps/2016/ps2916.pdf
http://www.bankofengland.co.uk/pra/Documents/publications/cp/2016/cp916.pdf
http://www.bankofengland.co.uk/pra/Documents/publications/cp/2016/cp4316.pdf
http://www.bankofengland.co.uk/pra/Documents/publications/cp/2016/cp4316.pdf
http://www.bankofengland.co.uk/pra/Documents/publications/cp/2016/cp4316.pdf
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implementation of MiFID II requires the introduction 
of a new regulated activity in the UK of operating an 
OTF (as MiFID II requires persons operating an OTF 
to be authorised and regulated by the FCA) and a new 
specified instrument of an emission allowance (which 
would expand the scope of existing UK regulated 
activities, e.g. advising on investments, arranging deals 
in investments and entering into deals in investments, 
to cover this new MiFID instrument). These changes 
will be introduced by changes made to the Financial 
Services and Markets Act 2000 (Regulated Activities) 
Order 2001 (RAO) by HM Treasury. Under the existing 
HM Treasury proposals, dual-regulated firms requiring 
permission to carry on the new regulated activity of 
operating an OTF, or any relevant regulated activities in 
respect of emission allowances, will need to apply for 
a variation of permission with the PRA using the usual 
procedure, as the existing HM Treasury proposals do 
not provide for any form of streamlined or fast-track 
variation of permission procedure. This means that 
dual-regulated firms carrying on existing business that is 
currently unregulated but will become regulated on the 
implementation of MiFID II will have to go through the 
usual procedure for a variation of permission with the 
PRA in respect of such business. In CP 43/16, the PRA 
proposes that, if the HM Treasury amendments allow 
the appropriate regulator to process such applications 
in advance of the MiFID II implementation deadline, 
dual-regulated firms will be able to submit variation 
of permission applications to the PRA in advance of 
3 January 2018. The PRA’s ability to do this will depend 
on the final approach adopted by HM Treasury, and the 
PRA indicates in CP 43/16 that it will provide further 
information on this point when it issues a final policy 
statement following the current consultation.

Structured deposits: MiFID II contains a number of 
provisions that relate to structured deposits. However, 
structured deposits have not been added to the wider 
list of MiFID financial instruments by MiFID II and hence, 
although the UK is required to ensure that the limited 
MiFID II provisions relating to structured deposits are 
implemented and enforced in the UK, there is no strict 
requirement for the UK to require firms carrying on 
investment services and activities in respect of structured 
deposits to obtain authorisation. HM Treasury will 

however be expanding the scope of four existing UK 
regulated activities (dealing in investments as agent, 
arranging deals in investments, managing investments and 
advising on investments) to cover structured deposits. 
Unlike with respect to emission allowances however, 
HM Treasury proposes to include transitional provisions 
in the amendments to the RAO so that a firm that already 
has permission to carry on any of those four regulated 
activities in respect of other specified investments will be 
deemed to have been granted a variation of permission 
to cover structured deposits, subject to the firm notifying 
the appropriate regulator. In CP 43/16, the PRA has 
indicated that it will require dual-regulated firms to notify 
it of their intention to follow this transitional approach by 
completing a form through the PRA website.

The consultation closes on 27 February 2017 and the 
proposed implementation date for the proposals in this 
consultation paper is 1 January 2018. 

CONSULTATION ON THE FCA’S FUTURE 
MISSION
On 26 October 2016, the FCA published a consultation 
on its future approach to pursuing its statutory 
objectives (Mission Document). 

Purpose of the Mission Document

The purpose of the Mission Document is to provide 
clarity with regard to the FCA’s statutory objectives and 
its approach to pursuing these objectives. Principally, 
the FCA’s objective is to ensure that financial markets 
function well. Given the breadth of this objective, 
the FCA considers that the Mission Document provides 
an opportunity to discuss and clearly define its remit 
and the way it makes decisions. Andrew Bailey, 
Chief Executive Officer of the FCA, states in the 
foreword of the Mission Document that “establishing and 
embedding a clear mission is critical to our success, both 
as a regulator and to UK financial services as a whole”. 

The Mission Document clarifies the FCA’s reasoning 
about how it regulates firms and how it prioritises areas 
to focus on. The Mission Document explores the FCA’s 

approach to ensuring the efficient allocation of resources, 
and provides a potential framework on how the FCA 
utilises its tools to pursue its statutory objectives. In a 
press release published alongside the Mission Document, 
Mr Bailey stated that the FCA’s mission “will improve 
accountability and transparency of how and why [the 
FCA] makes the choices that [it] does”. 

Focus of the Mission

Some key areas that the FCA focuses on in the Mission 
Document include:

 ■ Regulatory perimeter: The FCA discusses its regulatory 
remit and how, in some areas, the lines between 
regulated and unregulated activities have become 
blurred. It states that it will prioritise intervening 
outside the regulatory perimeter when it considers 
that its statutory objectives are threatened (the FCA 
can take action against authorised persons in relation 
to business that is not regulated). The FCA also states 
that it will be more likely to take an interest in the 
unregulated activities of an authorised firm if they are 
illegal or fraudulent, have the potential to undermine 
confidence in the UK financial system, are closely 
linked to, or may affect, a regulated activity, or call into 
question the suitability of the firm. 

 ■ Protecting consumers: The FCA states that its focus will 
be on ensuring an appropriate degree of protection for 
consumers, taking into account the capability of the 
consumer, the complexity of the product or service 
and the degree of protection that the FCA can offer. 

 ■ Vulnerable consumers: The FCA states that part of its 
role is to protect vulnerable consumers and that some 
consumer groups may require more protection than 
others. The FCA states that it will keep those who it 
deems to be “vulnerable” under review.

 ■ Consumer redress: The FCA clarifies that it has a 
role alongside the Financial Ombudsman Service 
and the Financial Services Compensation Scheme in 
ensuring that consumers receive redress via quicker 
and cheaper routes than the court system. The FCA 
also states that it will communicate with firms and 
consumers about redress schemes consistently and 
regularly.

 ■ FCA intervention: The FCA discusses how it defines 
harm, when it considers intervention is needed, and 
the role it can play in helping consumers with regard to 
making decisions (e.g. via “nudges”).

 ■ Regulation and public policy: The FCA discusses the role 
of conduct regulation in relation to emerging issues, 
such as technological change, and where that role ends 
and broader public policymaking begins. The FCA also 
discusses whether rules should be created to specify a 
“duty of care” for financial service providers in relation 
to their customers, and whether this would improve 
the functioning of the financial markets.

 ■ Competition and market design: The FCA states that it 
has a duty to take a more pro-competition approach to 
regulation and discusses how the setting of standards 
can impact competition in the market and influence 
market design. The FCA explains that its market 
studies help it develop interventions in market design 
where concerns are identified. It also clarifies that 
it has investigatory and enforcement powers under 
the Competition Act 1998 in relation to breaches of 
competition law.

 ■ Enforcement: The FCA states that it uses its 
enforcement powers with a focus on deterrence. 
The FCA also states that investigations can help 
engender public confidence in the financial system, 
can provide insights and learning for firms, and 
“good investigations” can make the markets work 
well. The FCA also explains that it will review the 
use of “private warnings”, since they do not provide 
a determination that a breach has occurred and may 
give the impression that a fair process has not been 
carried out.

 ■ Supervision: The FCA states that part of its role is to 
ensure that market participants constitute “fit and 
proper” persons to enter the financial services sector. 
The FCA also emphasises its pragmatic approach to 
innovation by highlighting initiatives such as Project 
Innovate and the Regulatory Sandbox. The FCA states 
that it will continue to supervise firms’ behaviour, 
culture, and financial soundness, and explains that it 
will ensure that when regulated firms fail, these firms 
exit the market in an orderly way.

https://www.fca.org.uk/publication/corporate/our-future-mission.pdf
https://www.fca.org.uk/news/press-releases/fca-mission-consultation
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 ■ FCA Handbook review: Given that the Mission 
Document raises some issues which may have 
implications for the FCA Handbook, the FCA also 
seeks views regarding a potential review of the FCA 
Handbook. The FCA states that it wants to be clearer 
with firms about its expectations and, therefore, seeks 
to identify changes to the FCA Handbook which would 
clarify its rules.

Looking ahead

Technological and societal changes are impacting on the 
sophistication of financial services. The FCA highlights 
that such changes present challenges for the traditional 
regulatory model but that technological advances can 
also be of benefit to regulators. For example, data 
science offers tools to gather useful information from 
complex databases. The FCA states that data science 
can be used to identify firms posing a greater risk of 
regulatory beach, and may be used to help detect 
financial crime.

Consultation deadline

The FCA has published a list of questions under Annex 
1 of the Mission Document and encouraged stakeholders 
to respond with their views and any other relevant 
questions that they believe the FCA’s mission should 
address. The FCA requests comments by 26 January 
2017. Comments can be sent using the form on the FCA’s 
website (www.fca.org.uk/mission). 

Key themes from feedback received so far 

On 3 January 2017, the FCA published some key themes 
from the feedback received in response to the Mission 
Document. For example, the FCA highlighted that 
respondents generally want clearer rationale for FCA 
decisions and also thought that the FCA should adopt 
a more active role in sharing lessons learned and good 
practice. The FCA stated that the views of respondents 
would contribute directly to the development of the 
FCA’s future mission.

FCA WRITES TO TREASURY COMMITTEE 
ON REGULATORY LANDSCAPE 
FOR FINANCIAL SERVICES AND 
PASSPORTING FOLLOWING BREXIT 

On 28 October 2016, Andrew Bailey, Chief Executive 
Officer of the FCA, wrote a letter to Andrew Tyrie 
MP, Chairman of the House of Commons Treasury 
Committee, setting out the FCA’s views on the 
regulatory landscape for financial services following 
Brexit, assuming the UK would be treated as a 
“third country” with market access governed by World 
Trade Organisation (WTO) rules. The letter addresses 
passporting and equivalence, the main elements of an 
“optimal future framework”, the advantages of removing 
the existing passporting regime and an assessment of the 
practicalities of improving global standards of regulation 
following Brexit.

Passporting

Passporting enables a firm that has received certain 
permissions from its home EEA regulator to provide 
services on a cross-border basis or establish a permanent 
presence in other member states without obtaining any 
further authorisations from the host national regulators. 
Mr Bailey emphasised that there is no single passport 
available across all financial services sectors and that a 
firm would need to seek specific permissions for each 
cross-border financial service that it intends to provide. 
He also explained that the option of passporting does 
not exist in relation to certain types of financial services 
activity, such as consumer credit, and that some financial 
services do not require authorisation under EU law.

Mr Bailey highlighted that if the UK leaves the EU and 
no free trade agreement is agreed, access by the UK 
financial services sector would be governed by WTO 
protocols. Accordingly, UK firms would no longer be able 
to passport on the basis of a single authorisation from 
the FCA or PRA and entry requirements would generally 
be determined by the national regulatory regime of each 
EU member state.

Access for UK financial services firms without 
passporting rights

Mr Bailey highlighted that, should passporting no longer 
be available, UK firms may be able to rely on equivalence 
frameworks or third country passports where available 
under specific pieces of EU legislation, or, subject to local 
laws, seek authorisation from the national regulatory 
authority in each member state in which it intends to 
do business.

UK firms may be able to rely on equivalence frameworks 
if the UK’s regulatory regime is deemed to be “equivalent” 
when compared with the relevant corresponding EU 
regulatory regime, provided this is permitted under that 
EU regime (not all EU regulatory regimes provide for 
third country equivalence recognition). The requirements 
for determining equivalence often depend on whether 
the third country’s regulatory regime is deemed to have 
legally binding requirements, enable effective supervision 
by authorities, and achieve the same outcomes when 
compared to the relevant corresponding EU regulatory 
regime. Mr Bailey also recognised that the third country 
(i.e. the UK) may also need to offer equal access to EU 
entities and have cooperation arrangements in place in 
order to obtain a decision as to equivalence. Mr Bailey 
emphasised that the process leading to a decision of 
equivalence can be a lengthy process. For example, the 
US Commodities and Futures Trading Commission’s 
regulation of US Central Counter Parties which took 
over three years to be deemed equivalent to the EU 
arrangements under the European Market Infrastructure 
Regulation (Regulation (EU) 648/2012). 

Mr Bailey explained that some pieces of legislation, such 
as the revised Markets in Financial Instruments Directive 
(Directive 2014/65/EU) and the Alternative Investment 
Fund Managers Directive (Directive 2011/61/EU), may also 
allow market access via a third country passport but only 
for certain types of services. 

Mr Bailey indicated that equivalence frameworks generally 
do not offer the same level of access as passporting or the 
rights to freedom of movement amongst EU member states 
under EU law and added that agreements between the EU 
and third countries regarding equivalence can be withdrawn.

Mr Bailey also said that, in the absence of a determination 
of equivalence or third country passport, a UK firm may 
be able to apply for the relevant authorisations from the 

national regulatory authority of each EU member state 
to which it seeks access, subject to that member state’s 
national law.

The “optimal framework”

Mr Bailey clarified that as the UK Government negotiates 
the UK’s future relationship with the EU, the FCA will 
work closely with the Government. The FCA’s initial 
thinking on an “optimal framework” is based on its 
statutory objectives and would consist of five broad 
principles: a cross-border market, consistent global 
standards, cooperation between regulatory authorities, 
influence over regulatory standards and an opportunity 
to recruit and maintain a skilled workforce in the 
UK. Mr Bailey explained that the FCA would seek an 
arrangement that will maintain market integrity and 
conduct standards, ensure healthy competition and 
protect consumers.

Potential advantages 

Mr Bailey pointed out some potential advantages for 
the UK operating outside of the EU. He indicated that 
the FCA would have the ability to block products from 
EU members states that it believes may pose a risk 
to consumers. He also said that the FCA would likely 
be able to prevent third country firms that have been 
authorised as a result of inadequate processes from 
accessing UK consumers via a passport. In addition, Mr 
Bailey indicated that the UK would have greater flexibility 
to set rules specifically tailored to the UK domestic 
market and UK consumers. However, even outside of 
the EU, the UK’s flexibility may be limited by the need to 
adhere to shared international standards, such as those 
set by the Basel Committee on Banking Supervision.

Global standards

Mr Bailey emphasised that the FCA places high importance 
on the UK remaining actively involved in developing 
regulatory standards on a global level via international 
authorities such as the Financial Stability Board. Mr Bailey 
indicated that the FCA will continue to develop global 
standards and promote consistency and cooperation 
between regulatory authorities. He also identified that 
the UK will continue to be subject to assessments 
by international bodies, such as the International 
Monetary Fund.

http://www.fca.org.uk/mission
https://www.fca.org.uk/news/news-stories/our-future-mission-key-themes-your-feedback
http://www.parliament.uk/documents/commons-committees/treasury/Correspondence/FCA-letter-on-passporting-28-10-16.pdf
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A need for Brexit clarification

Since receiving Mr Bailey’s letter, Andrew Tyrie MP gave 
a speech at the Future of the City dinner hosted by 
DLA Piper on 9 January 2017, in which he expressed the 
need for the UK Government to provide clarity regarding 
its approach to Brexit. Specifically, he wanted clarification 
on whether the UK will seek to remain as a member of 
the single market or obtain equivalent access, whether the 
UK will participate in a customs union with the EU and, 
whether the UK will seek transitional arrangements under 
Article 50.

FCA FEEDBACK STATEMENT ON 
CALL FOR INPUT ON APPROACH TO 
CURRENT PAYMENT SERVICES REGIME 
On 15 November 2016, the FCA published a feedback 
statement (FS 16/12) following its call for input on its 
approach to its regulation of payment services. 

The second Payment Services Directive ((EU) 2015/2366) 
(PSD2) came into force on 12 January 2016 and the 
Treasury is responsible for transposing it in UK law by 
13 January 2018. In order to reflect these changes to 
the UK’s payment services regime, the FCA intends 
to update its Payment Services Approach Document 
(Approach Document) and chapter 15 of the 
Perimeter Guidance manual (PERG) of the FCA 
Handbook. Consequently, a call for input was published 
on 1 February 2016 in which the FCA sought views on its 
compliance guidance available to firms. FS 16/12, offers 
a summary of the feedback received, an overview of the 
FCA’s response and an outline of the next steps. 

Respondents were broadly happy with the current FCA 
guidance and found it a useful and comprehensive source 
of information, on both the authorisation process and 
in respect of the ongoing provision of payment services. 
Some respondents suggested, however, that additional 
practical examples and diagrams could be helpful for 
them to understand more complex areas. Respondents 
considered that references to new payment types and 
related technologies should be included in the guidance, 
including contactless and mobile payments, online and 
mobile banking, digital currencies and cheque imaging 

(in particular the extent to which each of these new 
activities falls within the regulatory perimeter). It was 
also suggested that the guidance should be updated to 
reflect developments in the market that have taken place 
since the FCA’s original guidance was published in 2009. 

Respondents also identified specific areas of the guidance 
that would benefit from further clarity. Such feedback 
concerned primarily the Approach Document guidance 
on appointment of agents (chapter 5), passporting 
(chapter 6), conduct of business requirements (chapter 
8), safeguarding (chapter 10) and complaints handling 
(chapter 11). Respondents also indicated that further 
clarity would also be appreciated in certain sections of 
PERG 15. 

The Approach Document currently includes references 
to a number of key pieces of legislation which firms 
should consider alongside the Payment Services 
Regulations (PSRs) (the UK regulations that implement 
the first Payment Services Directive (PSD, 2007/64/EC) 
into UK law). The FCA acknowledges that there have 
been a number of relevant regulatory developments 
since 2009. Respondents suggested that the FCA could 
update the guidance on payment services to cross 
refer to relevant parts of the FCA’s Consumer Credit 
Sourcebook (CONC) and to provide guidance on the 
changes introduced by the new General Data Protection 
Regulation, Interchange Fee Regulations, Payment 
Account Regulations and the Single Euro Payments Area 
initiative. Respondents also requested more clarity on 
the interaction between the PSRs and the FCA’s Banking 
Conduct of Business Sourcebook (BCOBS). 

Most of the respondents considered that the Approach 
Document and the FCA’s approach documents in relation 
to its regulation of e-money, which are currently two 
separate documents, should be combined. Respondents 
indicated that the FCA’s online e-learning module for 
payment service providers had proved useful and should be 
updated to incorporate changes to be introduced by PSD2. 

In its feedback statement, the FCA committed to 
considering the feedback and suggestions provided by 
the respondents to the call for input when developing 
and updating its existing guidance. In particular the FCA 
will assess where it can give further practical examples 
and illustrations in the Approach Document and in 

PERG. Changes in the market will be taken into account 
by the FCA to ensure the updated guidance addresses 
new technologies and business models for providing 
payment services. It will also combine the two approach 
documents for payment services and electronic money 
and update the e-learning module to cover changes to 
be introduced by the implementation of PSD2, as well as 
consider how to raise awareness of the module amongst 
its target audience.

The FCA confirmed that it is working closely with the 
Treasury, as well as alongside other member states’ 
competent authorities on a European level to assist the 
European Banking Authority as it develops guidance and 
regulatory technical standards required under PSD2. 
The FCA is also engaging with industry and conducting 
research to identify the types of firms which may fall 
within the regulatory perimeter because of PSD2’s 
revised scope (in particular, two newly defined payment 
services “payment initiation services” and “account 
information services” will fall within the scope of 
regulation from the implementation of PSD2). The FCA 
intends to launch a consultation on the necessary 
FCA Handbook changes and updated payment services 
guidance in 2017, with the intention of publishing the 
final guidance in advance of January 2018, in order to 
help payment service providers comply with the revised 
regime before the provisions of PSD2 come into effect. 

UK ENFORCEMENT – SIX INDIVIDUALS 
SANCTIONED BY THE FCA FOR 
INVOLVEMENT IN UNLAWFULLY 
OPERATING UNAUTHORISED 
COLLECTIVE INVESTMENT SCHEME
On 1 November 2016, the FCA published final notices 
for six individuals, prohibiting them from any function 
relating to any regulated activity for unlawfully operating 
an unauthorised collective investment scheme (CIS). 
Between July 2008 and November 2011, Scott Crawley, 
Daniel Forsyth, Adam Hawkins, Ross Peters, Aaron 
Petrou and Dale Walker were involved in the operation 
of an unauthorised collective investment scheme through 
Plott Investments Ltd (which changed its name to Plott 

UK Ltd), European Property Investments (UK) Ltd and 
Stirling Alexander Ltd. Salesmen for the companies called 
potential investors to sell them agricultural land that 
the companies had bought for minimal amounts as well 
as land the companies did not own. Using sales scripts, 
misleading promotional material, and high-pressure 
sales techniques they lied about the current and future 
value of the land. People were persuaded to purchase 
land at a vastly inflated price, on the false promise of a 
substantial profit. As a result of the scheme, more than 
100 investors lost about £4.3 million in total. 

The individuals who operated the scheme had received 
prison sentences totalling more than 30 years. Among 
the offences that the individuals were convicted for 
include: breaching, or aiding and abetting the breach of, 
the general prohibition (the carrying on or purported 
carrying on of a regulated activity without authorisation 
or exemption), possessing criminal property, conspiracy 
to defraud and providing information knowing it to be 
false or misleading. All of the FCA prohibition orders 
took effect from 1 November 2016. 

Please contact Michael McKee for more information:

Michael McKee 
Partner 
London 
T +44 (0)20 7153 7468 
michael.mckee@dlapiper.com

https://www.fca.org.uk/publication/feedback/fs16-12.pdf
https://www.fca.org.uk/publication/feedback/fs16-12.pdf
https://www.fca.org.uk/publication/call-for-input/call-for-input-payment-services-regime.pdf
https://www.fca.org.uk/news/press-releases/eight-convicted-role-unauthorised-collective-investment-scheme
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UNITED STATES

US CONSUMER REGULATOR WARNS 
FINANCIAL COMPANIES THAT TYING 
EMPLOYEE INCENTIVES TO SALES AND 
PRODUCTION GOALS MAY LEAD TO 
FRAUD OR CONSUMER ABUSE IF NOT 
PROPERLY MONITORED

On 28 November 2016, the Consumer Financial 
Protection Bureau (CFPB) issued a bulletin warning 
financial companies that tying employee incentives 
to unrealistic sales goals or to terms of transactions 
may lead to consumer harm if not properly managed. 
In issuing the bulletin, the CFPB recognised that 
the practice of using incentives to boost employee 
performance and accomplish business objectives 
is widespread and can be beneficial to both the 
institution and consumers alike when benchmarks are 
reasonable and the practice is properly monitored. 
But incentives that are not carefully managed, and 
especially those that create an unrealistic culture of 
high-pressure targets, may encourage and reward 
behaviour by employees that could harm consumers.

The bulletin cites specific examples of potential harm 
to consumers, including:

 ■ Unauthorised opening of accounts: Sales goals 
that reward employees for customer cross-selling 
into different products and services may encourage 
employees to open accounts or enroll consumers in 
services that are not necessary or without customer 
knowledge and consent, potentially leading to 
excessive customer fees, improper collections, and a 
negative effect on consumer credit scores.

 ■ Misrepresenting benefits of products: By 
compensating employees based on the terms or 
conditions of transactions, employees may be 
disinclined to draw a consumer’s attention to 
negative features or terms which are not conducive 
to the consumer’s situation or objectives. Similarly, 
employees may overstate or over-emphasise benefits 
that are compelling to the consumer. Strict sales 
benchmarks may also encourage employees to 
deceptively market a product.

 ■ Steering consumers to less favourable 
products or terms: By paying more compensation 
for the sale of some types of products or services 
than for others that could have been offered to meet 
consumers’ needs (e.g. larger bonuses for sales of 
credit options with higher interest rates or fees), 
a financial institution could lead employees to place 
consumers in products with less favourable terms.

The bulletin reminds financial companies that the 
CFPB has taken recent action against companies 
that have engaged in problematic incentive practices, 
particularly the unauthorised opening of accounts, 
deceptive marketing, enrollment of consumers in 
overdraft services without their consent, fraudulent 
marketing of credit card add-on products, and 
fraudulent retention of consumers once enrolled.

The CFPB also outlines various steps that companies 
can take to detect, prevent, and correct risky 
incentive programs so that they do not lead to 
consumer abuse, beginning with a robust compliance 
management system comprised of the following 
components:

 ■ board of directors and management oversight;

 ■ policies and procedures for the incentive program 
that ensure reasonable goals, clear controls for 
managing risks, and mechanisms for identifying and 
investigating improper behavior;

 ■ implementation of comprehensive training 
addressing standards of ethical behavior, terms and 
conditions of products, and regulatory requirements;

 ■ compliance monitoring metrics and tracking;

 ■ prompt corrective action to address any incentive 
issues identified by monitoring reviews;

 ■ an effective and responsive consumer complaint 
management program; and 

 ■ independent compliance audits.

Financial institutions should be aware of the guidance 
and aware that recent enforcement actions, together 
with the CFPB bulletin, will make compensation 
structures a prime point of inquiry and potential 
scrutiny in coming examination cycles. Of course, 

incentive-based compensation is not prohibited and 
can still be a useful mechanism to align employee, 
institutional, and customer interests. Financial 
institutions would be well-advised, however, to be 
informed about the risks and be able to demonstrate 
to their regulators how their compensation program 
avoids or effectively monitors potentially risky 
approaches to sales incentives.

Please contact Jeffrey Hare, Christopher Steelman or 
Adam Dubin for more information:

Jeffrey L. Hare 
Partner 
Chair, Financial Services 
Regulatory Practice 
T +1 202 799 4375 
jeffrey.hare@dlapiper.com

Christopher Steelman 
Partner 
Washington, DC 
T +1 202 799 4366 
christopher.steelman@dlapiper.com

Adam Dubin 
Associate 
Washington, DC 
T +1 202 799 4081 
adam.dubin@dlapiper.com

US REGULATOR ANNOUNCES PLANS 
FOR A SPECIAL PURPOSE NATIONAL 
BANK CHARTER FOR FINANCIAL 
TECHNOLOGY COMPANIES
In public remarks at the Georgetown University Law 
Center in Washington, DC on 2 December 2016, 
the Comptroller of the Currency, Thomas J. Curry, 
announced that the Office of the Comptroller of the 
Currency (OCC) will move forward special purpose 
national bank charter applications from financial 
technology (FinTech) companies that offer at least 
one of three core banking activities:

1. Receiving deposits

2. Paying checks

3. Lending money

In coordination with this announcement, the OCC 
issued a white paper summarising the agency’s 
authority to grant special purpose national bank 
charters to FinTech companies and the conditions 
under which it may do so. The summary makes clear 

that if the OCC decides to grant a national charter to 
a FinTech company, that company will be held to the 
same standards of safety and soundness, fair access, 
and fair treatment of customers that all federally 
chartered institutions must meet.

US regulators are aware of modifications to regulatory 
regimes that certain European authorities have 
proposed in order to foster technology advances in 
the financial services, and presumably fear they are 
behind the curve in addressing industry demands. 
For example, in comments filed with Comptroller 
Curry in May, Microsoft praised the “regulatory 
sandbox” approach taken by the UK’s FCA as a means 
to “increase the pace of financial services innovation”.

The OCC is seeking further feedback from the public 
on a number of questions listed on the last two pages 
of its white paper, specifically on the types of activities 
and expectations the OCC should require for entities 
seeking a special purpose national bank charter.

https://s3.amazonaws.com/files.consumerfinance.gov/f/documents/201611_cfpb_Production_Incentives_Bulletin.pdf
https://www.occ.gov/news-issuances/speeches/2016/pub-speech-2016-152.pdf
https://www.occ.gov/topics/bank-operations/innovation/special-purpose-national-bank-charters-for-fintech.pdf
https://www.occ.gov/topics/bank-operations/innovation/microsoft-response-occ-innovation.pdf
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During the course of his announcement, Comptroller 
Curry explained that the OCC’s decision to move 
forward and make special purpose national charters 
available to FinTech companies was motivated by three 
primary factors: 

1.  FinTech charters are in the public’s interest. 
Comptroller Curry stated that FinTech companies 
hold great potential to expand financial inclusion, 
empower consumers, and help families and 
businesses take more control of their financial 
matters. While not without some risks, FinTech 
companies can also potentially deliver these 
products and services in a safer and more efficient 
manner. The OCC believes that responsible 
innovation is good for everyone.

2.  FinTech charters offer innovators a valuable 
choice. The charters provide an option within 
the federal banking system for FinTech firms to 
facilitate adaptation and evolution within the 
banking business and promote economic growth. 
The OCC believes that FinTech companies offering 
banking products and services should have the 
choice to become national banks, seek state bank 
charters where available, or continue operating 
outside the banking system through other state 
and federally regulated means. This decision 
should be driven by a company’s business model 
and potential efficiencies afforded by each option. 
Today, traditional banks can seek federal or state 
charters, which are essential to the dual banking 
system. By providing a national charter to FinTech 
companies, the OCC is promoting responsible 
economic growth and meeting the needs of an 
evolving and diverse banking community, all while 
maintaining relevance and utility of the federal 
banking system for FinTech firms.

3.  FinTech charters retain institutional and 
consumer regulatory protections. Regulation 
improves the chances of institutional success and 
customer protection, and by offering national 
charters to FinTech companies the OCC hopes to 
create a clear process, criteria, and standards to 
ensure that risks are identified and assessed and 
that the companies that receive charters have a 

reasonable chance of success. Appropriate risk 
management, effective consumer protection, and 
strong capital and liquidity will be closely assessed 
and monitored by the OCC.

The OCC will be developing and implementing a 
formal agency policy for evaluating special purpose 
national bank charters for FinTech companies. The 
policy, which will be informed by comments received 
on its white paper, will articulate specific criteria for 
approvals, as well as issues that will be considered 
and conditions that should be met before a charter 
is granted. Comptroller Curry emphasized the 
importance of transparency in the application process, 
stating the OCC will consider the following, prior to 
approving any application:

 ■ safety and soundness;

 ■ financial inclusion;

 ■ consumer protection; and

 ■ community reinvestment.

He also made clear that institutions who receive a 
special charter will be examined regularly and held 
to the standards that the OCC has established for all 
federally chartered institutions. 

Comptroller Curry recognised that concerns have 
already been expressed, and placed those concerns 
into two categories:

 ■ consumer protection and financial inclusion; and 

 ■ regulatory fairness and supervisory rigor.

With respect to the first, Comptroller Curry used 
the example of the Community Reinvestment Act, 
which applies only to deposit-taking institutions 
insured by the FDIC and not to thousands of FinTech 
companies that provide bank-like services. He noted 
that the OCC has the unique ability to impose such 
requirements through the chartering process by 
requiring companies to support financial inclusion 
in meaningful ways. Comptroller Curry also said he 
understood the worries about state law application 
to national banks, but stated that this concern is not 
exacerbated by granting special purpose charters. 

The OCC’s position is that state laws aimed at unfair 
or deceptive treatment of customers also apply to 
national banks.

In response to concerns about regulatory fairness 
and supervisory rigor, Comptroller Curry noted that 
FinTech companies who currently operate under a 
patchwork of supervision compete with national and 
state banks. By granting charters to these companies, 
he asserted that it will level the playing field because 
the regulatory framework for special purpose national 
banks (e.g. legal lending limits) will be consistent.

In an earlier release by the OCC, the agency 
reiterated their authority to resolve uninsured 
national banks through means outside the Federal 
Deposit Insurance Act. It is expected that, in some 
cases, FinTech charters may not be insured by the 

FDIC if their business plan does not call for acceptance 
of deposits. This is a meaningful fact because it could 
impact the application of the Bank Holding Company 
Act (BHC Act) to owners and investors in FinTech 
charters – thereby potentially imposing “source of 
strength” requirements on these investors and limiting 
their activities to those that are financial in nature or 
closely related to banking. Such activity limitations 
would be inconsistent with many innovators in the 
FinTech space, so the application of the BHC Act will 
undoubtedly be of primary interest going forward. 
To this point, the white paper simply notes that the 
BHC Act “could apply”. Those interested in pursuing 
a FinTech charter should be cognisant of how their 
business plan and operations impact the need for 
deposit insurance and the application of the BHC Act.

Please contact Jeffrey Hare, Christopher Steelman, Nicolette Kost De Sevres or Adam Dubin for more 
information:

Jeffrey L. Hare 
Partner 
Chair, Financial Services Regulatory Practice 
T +1 202 799 4375 
jeffrey.hare@dlapiper.com

Christopher Steelman 
Partner 
Washington, DC 
T +1 202 799 4366 
christopher.steelman@dlapiper.com

Nicolette Kost De Sevres 
Senior Policy Advisor 
Washington, DC 
T +1 202 799 4264 
nicolette.kostdesevres@dlapiper.com 

Adam Dubin 
Associate 
Washington, DC 
T +1 202 799 4081 
adam.dubin@dlapiper.com

https://www.occ.gov/news-issuances/bulletins/2016/bulletin-2016-28.html
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AUSTRIA

THE REGULATION OF FINTECH IN 
AUSTRIA 

At the EU level, the continued increase in the 
digitalisation of financial services across the banking, 
insurance and securities sectors has been noted by the 
European Supervisory Authorities, which have already 
assessed the potential benefits and risks of automation in 
financial advice in 2015. In Austria, however, there are no 
specific laws or regulations relating to the automation in 
the provision of investment services, including investment 
advice.

Nonetheless, the Austrian regulator, the Austrian 
Financial Market Authority (Finanzmarktaufsichtsbehörde 
(FMA)) has published a non-binding (but in practice, 
will be followed) statement on “FinTechs”. Companies 
that are active in the field of innovative financial market 
technologies are known as FinTechs. These technology-
based financial innovations may include new payment 
methods, online investments, trading robots, automated 
investment advice or other systems. 

FinTech models may be offered by supervised financial 
market participants such as banks or investment firms 
but also non-regulated entities. FinTechs that are not 
supervised may only provide services in Austria that are 
not subject to a licensing obligation under Austrian law.

The role of the FMA in respect to developments in 
the Austrian financial markets is also to supervise and 
regulate the operations of FinTechs and new technologies 
in Austria. The FMA provides support to FinTechs by 
providing clarification on various issues including licensing 
obligations under Austrian law.

Regarding the provision of automated advice, the 
FMA’s opinion is that if the system generates personal 
recommendations to a person to buy/sell/hold a specific 
financial instrument, and such recommendation is 
tailored to that person, then the service rendered is 
likely to constitutes investment advice pursuant to 
section 3 (2) no. 1 of the Austrian Securities Supervision 
Act (Wertpapieraufsichtsgesetz 2007). In this context, 
the FMA has explicitly stated that automated investment 
advice systems may only be operated by licensed entities, 
regardless of the level of automation involved. 

It should be noted that the sole conceptualisation 
and set up of the automated advice system does not 
automatically trigger the licensing obligation. That means 
that a company may set up the advice system without 
holding a license, but it may not operate the system in 
its own name. The unlicensed entity may solely make the 
system available for operation by a licensed undertaking.

Please contact Jasna Zwitter-Tehovnik 
or Natalia Feriencikova for more information:

Jasna Zwitter-Tehovnik 
Partner 
T +43 1 531 78 1042 
jasna.zwitter-tehovnik@dlapiper.com

Natalia Feriencikova 
Partner 
Head of IPT Ukraine 
T +380 44 495 17 89 
natalia.pakhomovska@dlapiper.com

NETHERLANDS

DUTCH CENTRAL BANK SUPERVISION 
OUTLOOK 2017 
Introduction

At the end of last year, the Dutch Central Bank 
(De Nederlandsche Bank (DNB)) published its 
Supervision Outlook 2017, which presents the DNB’s 
priorities relating to their supervision of financial 
industries. Furthermore, the document identifies the 
DNB’s view on the principal risks and challenges to 
the Dutch financial industry. This article summarises 
the contents of the DNB’s Supervision Outlook 2017. 

The DNB identifies the following industry-wide risks and 
challenges: low interest rates; technological innovations; 
capacity for change; legislative complexity; terrorist 
financing, money laundering and sanctions; climate risks; 
and financial economic and political risks.

The financial institution-related supervision priorities of 
the DNB are based on the abovementioned risks and 
challenges. The document includes the DNB’s priorities 
for banks, insurers, investment firms, investment funds 
and payment institutions, which are discussed below.

Banks

The ongoing low interest rates and more stringent 
legislation may exert pressure on the profitability of 
banks. In that context, the following priorities apply in 
respect of banks:

 ■ Low interest rates: The DNB aims to create better 
awareness on the impact of ongoing low interest rates, 
and will identify whether banks adapt their risk profiles 
accordingly.

 ■ Ongoing amendment of legislation: The revisions of 
the Basel Committee are heading towards their end. 
The DNB will assist in declining unfunded differences 
in risk weightings for capital requirements performed 
by banks.

 ■ Phase-out of non-performing loans (NPLs): The DNB 
will be involved in the Single Supervisory Mechanism’s 
(SSM) harmonised process to phase-out NPLs by 
banks with too high levels of NPLs.

 ■ Reassessment of the internal models: The DNB 
will play a role in the SSM initiative to reassess 
internal models of significant banks on market risk, 
counterparty risk and credit risk. The reassessment 
will continue for two years. 

 ■ Credit risk: The DNB will investigate the level of 
controlling credit risks of certain portfolios held by 
banks. The portfolios of focus for 2017 are loans 
granted to small and medium sized companies, 
commercial real estate loans, and commodities and 
trade financing. 

Insurers

The DNB recognizes that the insurance sector is 
facing big challenges. According to the DNB, limited 
technical innovation (FinTech), low interest rates and 
changing client behavior lead to structural changes 
in the insurance sector with the effect that insurers 
are compelled to re-invent themselves The following 
priorities apply in respect of insurers:

 ■ FinTech: The DNB recognizes that FinTech has great 
potential in the insurance sector. In this light, the DNB 
aims to investigate the potential impact of FinTech on 
insurers’ revenue models.

 ■ Stress tests of general insurers: To gain better insight 
into the risk exposure of general insurers, the DNB 
will conduct stress tests in 2017.

 ■ Product Approval and Review Process (PARP): 
According to the DNB, several general insurers have 
sold loss-making products, due to amongst others, 
high competition and pressure on profit margins. To gain 
better insight into this development, the DNB will 
investigate the extent to which loss making products 
are sold. 

 ■ Risk management function: The DNB will investigate 
whether the implementation of the risk management 
function complies with the obligations for key functions 
addressed in Solvency II. 
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Investment firms and managers of 
investment funds

Expressing its concern on inadequate capital buffers, the 
following priorities apply in respect of investment firms 
and managers of investment funds:

 ■ Revenue models: The DNB will investigate revenue 
models. In light of the importance of ongoing legislative 
compliance, the DNB will particularly focus on how 
adjustments in revenue models affect compliance and 
risk within an institution. Furthermore, the DNB will 
investigate revenue models of asset managers that are 
part of a group of financial institutions. 

 ■ Liquidity-risk open-end investment funds: The DNB 
will perform stress tests to identify investment 
funds with serious liquidity risks. If any such funds 
are identified, the DNB will approach those funds to 
require them to mitigate these risks. 

 ■ On-site investigations: The DNB intends to perform 
on-site investigations at large investment firms and 
investment fund managers. The DNB will inter alia 
investigate risks in the revenue models, outsourcing 
risks, IT risks and the internal models for the 
calculation of capital of these firms.

Payment institutions 

The DNB recognises that the market for payment 
services is changing rapidly and that competition is 
strong. The following priorities apply for payment 
institutions:

 ■ Vulnerable payment institutions: Vulnerable payment 
institutions will be asked to take measures in order to 
make their profit models future-proof or to choose for 
a controlled exit.

 ■ Recovery and exit plans: In order to be aware of the 
recovery options at an early stage, the DNB will ask 
payment institutions to draft recovery and exit plans. 

 ■ Integrity: The DNB believes that payment institutions 
give too little priority to integrity risks. The integrity 
supervision of the DNB will focus, amongst others, 
on systematic integrity risk analysis, the prevention 
of terrorism financing and compliance with the Dutch 
Law on sanctions (de Sanctiewet).

 ■ Medium-sized and large payment institutions: In 
2017, the DNB will increase its supervisory capacity 
to intensify supervision on medium-sized and large 
payment institutions.

Please contact Juliet De Graaf or Anka Langedijk for 
more information:

Juliet De Graaf 
Senior Associate 
T +31 20 541 9370 
Juliet.deGraaf@dlapiper.com

Anka Langedijk 
Junior Associate 
T +31 (0)20 541 92 36 
anka.langedijk@dlapiper.com

INTERNATIONAL 

FSB PUBLISHES A SPEECH ON ITS WORK 
ON FINTECH

On 3 November 2015, Svein Andresen, Secretary 
General of the Financial Stability Board (FSB) gave 
a speech about global regulatory developments and 
their impact on industry. In the speech, Mr Andresen 
discussed the FSB’s work on the implementation and 
effects of recent G20 reforms and provided an insight 
into the FSB’s work in relation to FinTech (this article will 
focus on the latter).

The key points from his speech are:

The FSB recognises that the importance of FinTech is 
likely to increase, and this may cause significant changes 
in the financial system. The FSB is aware of the need to 
understand new innovations, since they potentially pose 
new risks and could impact the way in which the financial 
markets operate. Certain risks may already be effectively 
regulated and the FSB is conscious of the need to balance 
the mitigation of emerging risks with the need to foster 
innovation that can provide benefits to society. 

The FSB will monitor and assess developments, as 
well as work with other bodies by collaborating and 
sharing information with the purpose of identifying the 
issues that require policy attention. The FSB has made 
progress with regard to considering the implications of 
certain FinTech innovations, such as distributed ledger 
technology. The FSB is conducting an in-depth study of 
the implications for financial stability of peer-to-peer 
lending with the Bank for International Settlements 
Committee on the Global Financial System, and is 
beginning work to understand the financial applications of 
machine learning. The FSB are undertaking “stocktakes” 
of the work carried out by the FSB and Basel Committee 
members at national levels on FinTech. Furthermore, 

the FSB has also looked into the experimentation by 
firms with FinTech and their experiences with innovation 
facilitators. 

The FSB has identified some “elemental promises” 
common to a broad range of FinTech innovations: 

 ■ greater access to and convenience of financial services;

 ■ greater efficiency of financial services; and 

 ■ a shift towards a more decentralised financial system. 

The FSB identified that FinTech innovations are 
challenging traditional financial institutions and that this 
may have implications for financial stability. Accordingly, 
the FSB encourages regulators to remain vigilant and 
monitor the effects of such innovations, and to consider 
how their ability to regulate the financial markets may be 
affected by such innovations. 

Mr Andresen concluded that the regulatory community 
must not become complacent, highlighting that the FSB 
must stay aware of how the financial system adjusts 
to new innovations and that regulators must learn 
from the financial crisis regarding the need for a co-
ordinated global response to regulating global firms 
and innovations.

Please contact Michael McKee for more information:

Michael McKee 
Partner 
London 
T +44 (0)20 7153 7468 
michael.mckee@dlapiper.com

http://www.fsb.org/wp-content/uploads/Chatham-House-The-Banking-Revolution-Conference.pdf
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IN FOCUS

FCA RESPONSE TO THE CMA’S FINAL 
REPORT ON ITS INVESTIGATION INTO 
COMPETITION IN THE RETAIL BANKING 
MARKET

On 3 November 2016, the FCA published its response 
(Response) to the Competition and Markets Authority’s 
(CMA) final report (Report) into the effectiveness of 
competition in the retail banking market. 

The CMA’s investigation and the report

On 9 August 2016, the CMA published its final findings 
and remedies. The CMA’s investigation specifically 
focused on the supply of retail banking services 
to personal current account customers (including 
overdrafts) and to small/medium-sized enterprises 
(SMEs) in the UK (i.e. business current accounts and 
lending products). 

In the Response the FCA identifies a number of emerging 
factors that may affect competition:

 ■ alternative providers of payment services and lending 
are beginning to compete with traditional banks;

 ■ growth in the uptake of mobile and digital banking; and 

 ■ regulatory initiatives have been introduced, such as 
the ring-fencing of retail banks, which may affect the 
competition in this sector.

The Response highlighted that the CMA found that 
older, larger banks do not do enough to win and retain 
customers, and it is difficult for new providers to attract 
customers. The CMA indicated that this is affecting 
customers, particularly overdraft users and smaller 
businesses, and highlighted relevant issues including 
complex charging structures for personal and business 
current accounts and customers omitting to switch 
current accounts. In the report, the CMA recommended 
certain remedies, including the introduction of an 
“Open Banking standard” to share data which will 

permit authorised intermediaries to access information 
about banking services, prices, service quality and 
customer usage so that new services can be delivered 
to meet customers’ needs. The CMA also provided 
recommendations for other bodies, such as the FCA, to 
implement.

The CMA’s recommendations to FCA

Set out below is a summary of the key recommendations 
that the CMA made to the FCA in the report, and a 
summary of the FCA’s responses in the Response:

 ■ The FCA should act as an observer on the steering group 
that will implement the Open Banking standard. 

 The FCA agreed and stated that this will directly 
support the rise of more innovative firms, products 
and services. 

 ■ The FCA should require firms which provide personal and 
business current accounts and lending products to publish 
information on service quality so that it is accessible to 
consumers. 

 The FCA agreed that this will facilitate consumer 
choice and incentivise such providers to improve 
their services. Accordingly, the FCA stated that it 
will establish a temporary stakeholder expert group 
to inform it about what information should be made 
available.

 ■ The FCA should consider researching “prompts” that are 
most likely to increase customer awareness and prompt 
customers to consider their banking arrangements. 
Furthermore, the CMA recommended that the FCA should 
use its rule-making powers to implement standardised 
prompts and that these should be monitored. 

 The FCA stated that it was supportive of such research 
and agreed with the CMA’s recommendation. 

 ■ The FCA should research measures to increase customers’ 
engagement with their overdraft usage and charges. 

 The FCA stated that it will undertake research and 
design alerts that are effective in increasing customers’ 
awareness of their overdraft usage and that it also 
plans to explore whether further changes can be made 
to improve customer awareness of the features and 
costs of overdrafts. 

 ■ The FCA should require providers to offer online tools that 
indicate whether a prospective customer may be eligible 
for an overdraft and that it assesses the effectiveness of 
the monthly maximum charge, which is a maximum charge 
on customers’ unarranged overdraft charges which will be 
implemented by the CMA. The CMA also recommended 
that the FCA looks into ways in which providers could 
engage with customers more during the account opening 
process and considers requiring providers to offer online 
tools which indicate a customer’s eligibility for an overdraft. 

 The FCA has agreed to take action in response to the 
CMA’s recommendations.

 ■ The FCA should attend the British Bankers Association’s 
industry group tasked with standardising business current 
account opening procedures as an observer. 

 The FCA agreed to attend the industry group as an 
observer in order to further its competition objective 
and, thereby, improve outcomes for SMEs.

Potential future work for the FCA

The FCA has committed to take action in relation 
to the recommendations put forward by the CMA in 
the report. However, the FCA also highlighted in the 
Response that its role and remit in the retail banking 
market goes beyond the remit of the CMA’s investigation. 
Given the importance of the retail banking market, the 
FCA has recognised that it needs to continue to ensure 
that consumers are protected and that competition 
works effectively. Accordingly, the FCA indicated that it 
may undertake further work into high-cost credit and 
the wider retail banking competitive landscape in order 
to better understand the risks to its objectives. 

Next Steps

The FCA indicated that it will implement the 
recommendations listed in the Response and has asked 
that those wishing to express an interest in participating 
in the research outlined in the Response should contact 
it by email (retailbanking@fca.org.uk).

https://www.fca.org.uk/publication/corporate/response-cma-final-report-competition-retail-banking-market.pdf
https://assets.publishing.service.gov.uk/media/57ac9667e5274a0f6c00007a/retail-banking-market-investigation-full-final-report.pdf
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